Don’t lose sight of the structure of the relationship between client and vendor, and don’t be a stranger.

THE ROLE OF TRUST IN OUTSOURCED IS DEVELOPMENT PROJECTS

Rajiv Sabherwal

Katherine M. Hudson, the former Kodak executive well known for outsourcing Kodak’s IS activities to EDS a decade ago, once said, “You can’t write a contract on spirit and culture.” Other outsourcing cases support her emphasis on the social aspects of outsourced IS development, or OISD. Looking back at the 1988 Xerox-EDS contract, the “spirit” of the contract, a “high degree of cooperation,” and an “environment of trust” were all critical [2].

Here, I focus on the key social factor of trust in OISD projects. Trust is an important aspect of interpersonal [1], as well as interorganizational [4, 11], relationships. One view of trust emphasizes each party’s perception of the motives of the other party. For example, trust can be defined as “a state involving confident positive expectations about another’s motives with respect to oneself in situations entailing risk” [1]. A broader view incorporates motives, along with behavior. For example, trust can be defined as “confidence that the behavior of another will conform to one’s expectations and in the goodwill of another” [4]. Taking this broader view, I examine the role of trust in OISD, the complementary relationship between trust and structure, and the virtuous and vicious cycles involving trust, structure, and performance. My conclusions are based on 18 primary OISD projects (see Table 1 and the sidebar, How the Study Was Conducted).

Participants in OISD projects represent at least two different organizations—the client and the vendor. Trust should be viewed differently from its role in internal IS development where participants know each other already and are aware their future personal relationships will reach beyond the current project. But in OISD, participants from both sides often lack prior relationships with one another and may take a
short-term, project-centered view. Moreover, trust can be difficult to develop in OISD projects, which are often governed through structural mechanisms, including deliverables, penalty clauses, and reporting arrangements. Inhouse development rarely uses detailed, explicit structures, relying more on trust among participants.

While recognizing the greater difficulty in developing trust in OISD projects, I still want to emphasize the need for trust in these projects, which frequently require the cooperation of strangers in tough, high-stress situations. Each organization—client and vendor—pursues its own goals while being concerned about its own lack of complete project control and wary of opportunistic behavior by its partner [3, 7]. These problems may be reduced somewhat through cautious vendor selection and appropriate structures [10], but they also require development of trust among the participants.

Not surprisingly, the cases I studied revealed that distrust hurts performance, whereas trust improves performance. Distrust can lead to finger pointing, as each organization focuses on its own interests, seeking to identify how the other organization may have hurt the project. For example, in one project, vendor executives blamed the client for numerous problems. However, I also found that most of the problems were caused by lack of direct contact between vendor and client; combined with a lack of appropriate structures, these problems yielded a relationship characterized by distrust and conflict.

In contrast, trust characterized successful projects. Trust in one another leads participants to work together rather than seek ways to deflect blame. One vendor executive described a large, successful project (Project A), saying, “If you have 20 people, you won’t get everyone to get along with everyone else. The important thing is that people actually do get along. That’s what made it work.”

Most interorganizational relationships, including OISD projects, involve a psychological contract, as well as a formal, written contract. The written contract is generally understood, unlike the psychological contract, which consists of unwritten and largely unspoken sets of congruent expectations held by the transacting parties about each other’s prerogatives and obligations. These expectations of what each party gives and receives from the relationship vary in their explicitness; the parties are often only barely aware of the nature of these expectations [11]. Managing OISD projects requires resolving issues concerning both types of contracts. Compliance with the written contract is generally addressed through structural controls, whereas trust supports the psychological contract (see Figure 1). Moreover, both structural controls and trust help address unexpected problems in OISD projects.

Straightforward noncritical projects may succeed despite participants ignoring the written contract.
and structural controls, relying exclusively on the psychological contract and trust. In Project B, although the cost to the client (a $100,000 budget) was set at the beginning, there was no written contract or structural controls. The two organizations had a friendly, long-term relationship; when they disagreed, the client trusted the vendor; the client deferred to the vendor’s expertise even when the vendor declined the client’s request for more functionality. Said one client executive, “We were lucky we shared a mutual benefit from continuing to work together. As the system developed, we wanted to add things, and the vendor sometimes argued us out of our add-ons. In most cases, the vendor’s consulting expertise gave it the credibility to convince us we didn’t need what we said we wanted. And most of the time, the vendor was right.”

Trust limits the need for structure by reducing the perceived need to guard against opportunistic behavior [9], but exclusive reliance on trust is dangerous. Even though the parties may be confident in each other’s trustworthiness, they also may be uncertain whether to rely on it exclusively [11]. Most projects require a balance of trust and structural controls. While highlighting the importance of trust, the cases I studied indicated that some structural controls are still essential. These controls address the vendor’s concern over the users’ ignorance or of new requirements and make the client confident in the project’s outcome. Said one vendor executive, “The client might feel it may be losing control, growing fearful at not being physically present during the development process. That’s why we go out of our way to address this feeling by specifically talking about reporting mechanisms.”

All successful projects I studied (unlike Project B) combined trust and structural controls. In one successful project, a formal contract was prepared and the relationship was excellent. The client’s IS manager was happy with the vendor but still said, “The contract should have been more stringent, not that we would have used it as leverage to get something done, just to have it there and know that, okay, we have something we can deal with contractually.”

Numerous problems were associated with projects that lacked balanced structure and trust. For example, excessive structural controls can hurt performance due to the time spent reporting progress rather than developing software. A client IS manager complained about excessive controls, saying, “An inordinate amount of time went to telling us what we were doing. Anybody could wander in, and we’d have to tell them what we were doing, just like you did half an hour ago with someone else. That was disconcerting for the programmers and the testers and probably not real productive.”

Similarly, excessive trust, while ignoring structural controls, can hurt projects. In a few cases, the two organizations began the project with such confidence in their own (and their partner’s) abilities that neither established any structures or identified potential obstacles. They were surprised later when problems arose. Lack of structure created performance problems and reduced trust. For example, in Project C, the vendor’s project manager described how the unstructured use of faxes made his team feel they were not trusted enough. He said, “Sometimes the fax didn’t reach its intended desk, but the sender assumed the fax had reached its target and was waiting for a response. The sender then sent the next fax, beginning with, ‘As I said in the previous fax . . .’ The recipient receiving this fax might miss a fax, though he received an earlier fax. So he refers to the earlier fax, because he’s unaware of the just-sent fax. There can be total miscommunication. This kind of thing over thousands of miles, believe me, can be so irritating. And these people in software development are sensitive people; they ask, ‘Why is the customer writing to me like that, using such a strong tone? You can’t really seem to work for the next few days.”

Characterizing Trust
The cases I studied revealed four types of trust: calculus-based, knowledge-based, identification-based, and performance-based. They build on another, earlier classification of trust into three types [8], adding performance-based.

Calculus-based trust is rooted in the rewards and punishments associated with a particular project. Client executives trust and cooperate with the ven-
It was a very positive meeting. Harvey and Bill hit it off very well. There was an immediate fit. This was a critical chemistry test. Had that meeting not gone so well, the whole idea may have gone straight to the filing cabinet. After dinner, Harvey said, ‘These are good guys; I could work with them.’ That was our go-ahead.”

Identification-based trust follows from the two parties identifying with each other’s goals. Strong identification-based trust implies “the parties effectively understand and appreciate the other’s wants; this mutual understanding is developed to the point that each can effectively act for the other” [8]. About the Xerox-EDS relationship, a senior Xerox executive said, “Today, in any meeting, you cannot tell who is from Xerox and who is from EDS. And it doesn’t matter who leads the meeting, because the objective is a common objective” [2].

Identification-based trust in OISD projects may be developed through the shared goal (system success) and through early team-building efforts. A vendor executive emphasized the importance of the shared goal, saying “I think both of us saw the need to yield on some items, and we continued to yield on them as needed. We both had a purpose, and that purpose was to develop the system.”

By bringing together key project participants and emphasizing shared goals, the project managers helped participants identify with the overall OISD group. One client vice president of IS said, “Spanish was the Colombian vendor’s native language; so I recruited a project manager who spoke Spanish. He met the team, and we wanted the team to come here to meet with our people and understand some of our culture.”

In the Xerox-EDS relationship, key participants met at the start of the project and shared their personal and corporate objectives. A senior Xerox executive said, “Each side made two lists. We wrote down our company’s objectives; then we wrote down what we thought were the other company’s objectives. These objectives were all put on flip
charts, allowing us to quickly identify disconnects. The two of us leading the team also wrote our personal objectives, right down to what would get us promoted and fired. That session brought us extremely close to one another” [2].

Finally, performance-based trust depends on a project’s early successes. Accomplishing project goals seemed to improve cooperation and trust, whereas performance problems can cause conflict and distrust. In some projects, jointly celebrating completion of interim deliverables through, say, a party or a cruise improved the participants’ trust for one another. Demonstrating the completed portion of the system also helps. A senior vendor executive described a successful pilot, saying, “Instead of just saying ‘trust me,’ we wanted to have something tangible to show. Not only did it buy us some management time, it helped some of our own people who had been feeling demoralized.”

Several vendors recognized the importance of ensuring successful performance, especially through meticulous quality assessments. One vendor executive said, “Each interim deliverable you submit has to reflect the organization’s ability to deliver. So before you deliver, it’s always good to solicit feedback within the development organization. If there are basic flaws, some input can be taken from people with experience in similar areas and can be continuously incorporated into the project.”

 Performance-based trust in OISD projects is especially important when the client and the vendor are not located near one another; the client’s inability to observe the vendor’s behavior points up the timeliness and quality of deliverables. One vendor project manager said, “The client can’t see how people work and how much time we spend on each activity. Problems happen when delivery is delayed.”

Virtuous and Vicious Cycles
OISD projects proceed through virtuous and vicious cycles involving trust, structure, and performance (see Figure 2). The virtuous cycle involves positive trust, appropriate structuring, and good performance [5]; it results from complementary trust and structural controls. Balanced trust and structure is essential for project success, which in turn improves trust, especially the performance-based kind.

Table 2. Lessons learned

<table>
<thead>
<tr>
<th>Recognize the importance of trust in OISD</th>
</tr>
</thead>
<tbody>
<tr>
<td>Balance trust and structure in OISD</td>
</tr>
<tr>
<td>• Balance between trust and structural controls improves project performance</td>
</tr>
<tr>
<td>• Excessive focus on structural controls or trust adversely affects performance</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Use these tactics for building trust in OISD</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Calculus-based trust</td>
</tr>
<tr>
<td>&gt; Expected long-term relationship</td>
</tr>
<tr>
<td>&gt; Structural controls and penalty clauses</td>
</tr>
<tr>
<td>• Knowledge-based trust</td>
</tr>
<tr>
<td>&gt; Previous joint projects</td>
</tr>
<tr>
<td>&gt; Prior acquaintance among key employees</td>
</tr>
<tr>
<td>&gt; Courtship</td>
</tr>
<tr>
<td>• Identification-based trust</td>
</tr>
<tr>
<td>&gt; Emphasis on shared goals</td>
</tr>
<tr>
<td>&gt; Team building</td>
</tr>
<tr>
<td>• Performance-based trust</td>
</tr>
<tr>
<td>&gt; Celebration of key interim deliverables</td>
</tr>
<tr>
<td>&gt; Periodic demos and pilots</td>
</tr>
</tbody>
</table>

OISD projects go through virtuous and vicious cycles

- The virtuous cycle involves trust, appropriate structuring, and good performance
- The vicious cycle involves distrust, inappropriate structuring, and poor performance
- Getting into trouble (jumping from the virtuous cycle to the vicious cycle)
  > Change in personnel
  > Poor project management
  > Performance problems
- Getting out of trouble (jumping from the vicious cycle to the virtuous cycle)
  > Adding or reducing structures
  > Changing the project manager
  > Focused top-management pressure
  > Emphasize identity-enhancing events and de-emphasize identity-threatening events

In contrast, the vicious cycle involves distrust, inappropriate structuring, and poor performance. Lack of balance between trust and structure adversely affects performance, hurting trust. In one project I studied, the client had a high level of trust in the vendor following their earlier mutual experience and therefore did not establish a structure for the relationship. Lack of structure caused problems later when the vendor changed project personnel without notifying the client. Another common reason for projects getting into the vicious cycle is the lack of involvement of key people. In some cases, the client’s IS personnel or important users were not involved during requirements analysis, while in a few cases the vendor was not involved in the requirements analysis. Such lack of involvement can lead to inadequate structural controls for a project and inhibit participants from developing personal relationships. Lack of involvement adversely affects trust, as well as structure.

I also observed shifts among virtuous and vicious
cycles. Some projects started well but got into trouble later. One reason for getting into trouble was a change in client or vendor personnel, causing performance problems through reduced trust, as well as lost system knowledge. Another reason was the ineffective handling of performance problems (sometimes despite balanced structure and trust), further diminishing trust. Finally, in some cases, the participants started well, establishing structures and exercising due caution. But, upon achieving initial success, they became complacent and relaxed. Structural controls were either ignored or discarded altogether, and minor problems associated with bigger issues were inadequately attended. The problems inevitably escalated, significantly hurting the project's chances for success.

Some projects experienced a shift from the vicious to the virtuous cycle. And four general tactics seemed to help get a project and its associated client-vendor relationship out of trouble. One was adding or reducing structures. For example, in Project C, the problems caused by missed faxes were addressed through a simple structure—a numbering scheme for faxes. A second tactic involved emphasizing identity-enhancing events and de-emphasizing identity-threatening events [6]. For example, in Project A, the monthly meetings between the vendor and the client, attended by a number of people from both sides, involved considerable disagreement and criticism. Recognizing that these meetings were well attended, the vendor's project manager proposed that the negative issues be discussed in a smaller group the night before the main meeting. This allowed the general meeting to be much more friendly. Moreover, the disagreements, which were now aired in a small group of senior executives, did not adversely affect the trust of even these executives.

A third tactic was to change the project manager. A vendor executive said, “Strong project management early on would have removed the fear and doubt the client seemed to have about our commitment to the project. After one of our people convinced the client that we were in fact working on its behalf, the mutual attitude improved steadily for several months until both sides were comfortable about the system's chances.”

A fourth tactic involved the focused use of top-management pressure. Although too much top-management involvement can cause demoralization, selective involvement of a client’s top management gets vendor’s attention. In one project, realizing that the client was doing an excellent job of testing the software, the vendor stopped its own testing. When the client’s vice president of IS went directly to the client’s president, the issue was addressed quickly.

**Conclusion**

The popularity of OISD makes good management imperative, but these projects continue to be problematic, often yielding disappointing results. Trust in OISD relationships is critical. While recognizing the value of a formal, well-prepared contract and appropriate structural controls, the partners in an OISD organization have to trust each other. Balance between trust and structure furthers performance, whereas excessive focus on either structure or trust, ignoring the other, hurts performance. OISD projects usually focus on structure, but some projects also point up the risk of excessive focus on trust, that is, a high level of trust can lead to inadequate attention on structural controls.

The four kinds of trust defined here and the nine

---

**How the Study was Conducted**

I studied 18 OISD projects, 13 through interviews of vendors, three through interviews of both client and vendor, and two through interviews of the client. I conducted 45 interviews over 72 hours with 47 participants (21 from clients, 26 from vendors). I tape-recorded each interview, then had the tapes transcribed.

Each project included delivery of a product the vendor was responsible for. None of the projects involved only vendor programmers working directly for the client and the vendor being paid for hours of programming service. The projects differed in complexity and size, with budgets ranging from around U.S. $100,000 to $25 million. Clients were located in Thailand, The Netherlands, Oman, the U.K., and the U.S.; the vendors were from Colombia, India, and the U.S. The findings were based on a broad set of projects, though the sample was somewhat biased, as I investigated 13 of the 18 projects only from the vendor’s viewpoint.

I first prepared a summary for each case, outlining key aspects of trust, structural control, and performance. I then compared the case summaries to identify similarities and dissimilarities among projects. Finally, I went back to the transcripts for a deeper understanding of the patterns I had found.
tactics for building them (see Table 2) should be useful in improving the relationship between OISD partners, increasing the likelihood of project success.

Finally, the cases I surveyed and studied indicated that projects go through virtuous and vicious cycles, along with some of the actions that can lead projects into these cycles.

I was somewhat limited because my conclusions were based on 18 cases, of which 13 were observed only from the vendor’s viewpoint. Further research is needed to validate my findings. Nevertheless, the lessons I learned so far can facilitate greater success in OISD while making participants’ personal experience more positive, helping address a key concern, as expressed by a senior client executive, “I look back at vendor management. There was a better way to do it. The project’s targets were more than the vendor was really capable of. Yet we were angry and tried to make the vendor do it. I would sometimes think, ‘We are killing these people.’ But the vendor’s people weren’t bad guys, refusing to do the work. The vendor was doing the best it could.”
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SIGs Announce Candidates for Election

In accordance with ACM Bylaw 7, the following SIGs will hold elections this spring: SIGAPP, SIGARCH, SIGART, SIGCHI, SIGCOMM, SIGCPR, SIGDOC, SIGGRAPH, SIGGROUP, SIGIR, SIGMETRICS, SIGMIS, SIGNUM, SIGOPS, SIGPLAN, SIGSAM, SIGUCCS, SIGWEB.

ACM Policy and Procedures require that those SIGs holding elections notify their membership of candidates for elected offices. Below is a list of SIGs that have submitted their slate of candidates.

Additional information will appear in the March issue of Communications.