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Abstract

The rise of the potential risks from different attacks on ICT systems means the investment in security technology is growing and is becoming a serious economic issue for many organizations. The assessment of the appropriate investment that is economically affordable and provides enough protection for the enterprise information system is an issue that is analysed here. The paper discusses the identification of the assets, the threats, the vulnerabilities of the ICT systems and provides an approach for the quantification of the necessary investment. The paper concludes with a recommendation for a standard approach to security-information investment assessment.
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1. Introduction

The continued growth in the use of information technologies for business purposes makes business organizations increasingly dependent on their information systems. Any successful attack on an information system and its eventual crash could result in a serious loss of data, services and business operations. This is the main reason why modern organizations are investing in information-security measures and data-protection systems. Almost a decade ago a number of researchers began to realize that security and privacy are not simply a technical problem; there is a major economic component as investments in information security are increasing very rapidly. Security risks are present in an organization’s information system because the system has vulnerabilities and because of human–computer interactions. Losses from security breaches can be caused by a poor organisation of security measures, human failures or fraud, technical failures or external events, and accordingly they are classified as financial, technical, ecological, social, psychological or other. In the context of business operations the meaning and the importance of security failures are better understood through economic losses than with a technical analysis. This is the reason why the focus on the prevention of possible failures and cyber crime is shifting from what is technically possible to what is economically optimal [2].

When looking at cyber crime prevention and the provision of secure ICT from the economic point of view, some common questions arise: How does an organization become secure in terms of its IT-based operation? Which security level is appropriate? How much money should be invested in security? The answers to these questions are not straightforward; however, they need to be answered before any substantial investment is made in a security solution.

In order to determine how much an organization should spend on IT security and data protection it is important to know the value of the assets to be protected. In this way the most cost-effective solution can be determined. This is usually done by risk management, which provides the organization with information about the consequences if appropriate protection and security solutions are not provided and about the potential losses in the case of a security incident and the impact it may have on the company’s overall productivity. This paper proposes a standard procedure for the assessment of an ICT security investment. In the proposed approach the identification of the assets, the threats, and the vulnerabilities of the ICT systems are first identified through a risk-management analysis followed by the introduction of metrics for the quantification of the investment. The paper ends with a discussion of the applicability of the approach.
From overall reports it is obvious that the number of privacy and security incidents is growing. Privacy incidents are always related to the misuse or the revealing of someone’s personal data of any kind, and these are considered as severe as any other type of security incident. Generally speaking, individual users of internet services are already aware of privacy risks and often pay for goods or services that will enhance their privacy [14]. Organizations in some parts of the world (for example, the EU) are obliged by law to introduce the appropriate protection of personal data within their customer databases and whenever these data are being processed, used or stored.

Identity theft is a combined security and privacy risk; it is also known as impersonation fraud. Identity theft is the illegal use of an individual’s personal identifying information (such as name, address, date of birth, credit-card number, etc.) to impersonate that person and commit financial fraud. The actual cost of such an attack to the victim can be quite severe; there is the loss of credit rating and the resources spent on fixing financial records, which can often take years [1]. Studies completed by Gartner Research indicate that from July 2005 to July 2006 approximately fifteen million people were the victims of identity theft [8].

Security experts agree that the number of security breaches is vastly under-reported. Government and industry sources estimate that only 20% of computer security violations are actually reported and many serious and costly security failures are never revealed. These enterprises deal with the problems internally, fearing a disaster in public relations, a devastating loss of consumer confidence, or worse, revealing their vulnerability to other hackers.

2.2. Identifying the vulnerabilities and the potential loss

Vulnerability is the weakness of an asset that a threat may exploit. Most security incidents are caused by vulnerabilities represented by flaws in the software. Some researchers define such vulnerabilities as tradable externalities and the specific goods that are considered to be the medium of exchange in the various security markets [3]. Some organizations in a vulnerability market are acting as “infomediaries”, which offer a monetary reward to the identifier of every vulnerability reported to it. The infomediary then shares this information with their subscribers. An infomediary may deliver a patch to fix the vulnerability or provide filters to protect against attacks that exploit the vulnerability. In this way subscribers can protect themselves against attacks that exploit those specific vulnerabilities.

The best-known solution for software vulnerabilities is the application of patches, which are generally released by software vendors to fix the vulnerabilities in their software products. The time window between the identification of vulnerabilities and the creation of exploits has shrunk dramatically over the years. However, it is well known that many systems are often left unpatched for months (or even years) even though the updates are widely available. The consequences of not updating systems promptly with the necessary patches can be severe damage, such as that caused by the NIMDA, SQL Slammer, Code Red and Blaster worms that affected hundreds of thousands computers and caused enormous damage.
It is widely recognized that organizations have become so dependent on information systems that a disruption to any part of the system may cause outcomes ranging from inconvenience to catastrophe. In recent years an increase in the number of security breaches that led to major losses for the affected organizations was recorded and reported. These losses are due to a security breach related to confidentiality, the integrity of data, or due to a denial of services. Among them the impact of confidentiality-related security breaches is associated with most significant losses in terms of the organization’s assets value [4].

The data concerning the true cost of a security incident is very difficult to find. One of the reasons for this is that most organizations do not systematically track and document security incidents. Currently, the most up-to-date actual data comes from the efforts and results presented in the annual CSI/FBI survey report [6]. The identified impact of an information security breach is counted in terms of immediate losses and indirect losses. Immediate losses are losses of revenue, losses of productivity and increased costs. In many situations the actual immediate loss remains a small part of the overall loss due to security incidents. Usually, indirect losses appear to be more serious as they have a much longer negative impact on the customer base, the supplier partners, financial market, banks and business alliance relationships, and these costs are sometimes even higher than the immediate costs caused by the security breach. Indirect losses represent damage to the reputation of the organization, the interruption of business processes, legal liabilities, loss of intellectual property, and damage to customer confidence.

3. Quantifying the risk assessment

A risk assessment helps organizations to assess their risk and to identify and prioritize security measures within the organization. It helps in taking a decision regarding the necessary investment in security controls and systems in areas that maximize the business benefit. There are many different methodologies for assessing risks, but most are based on one of two approaches or a combination of the two: a quantitative risk analysis or a qualitative risk analysis.

A quantitative risk analysis attempts to assign numeric values to the likelihood and the impact of the risk and to the costs and benefits related to the introduction of security controls and systems. The purpose of the IT security infrastructure is to mitigate the risk up to a point where the marginal cost of implementing controls is equal to the value of the additional savings from security incidents. The problem with a quantitative risk analysis is in the non-existence of a standard and proved method that will effectively calculate the values of the assets and the cost of the controls and systems that need to be applied. In contrast to the quantitative approach, a qualitative risk analysis attempts to calculate relative values instead of assigning exact financial values to assets, expected losses, and the cost of controls and systems. A qualitative risk analysis is usually conducted through a combination of questionnaires and collaborative workshops. The advantage of a qualitative approach is that the process itself demands fewer staff and an accurate calculation of the asset value and the cost of the control are not required. The drawback of the qualitative approach is in the resulting figures, which are usually vague as they are derived as relative values of the assets.

The exposure to a risk can be measured with different quantitative techniques. A very simple analytical method, risk exposure quantification, uses metrics known as Single Loss Exposure (SLE), Annual Rate of Occurrence (ARO) and Annual Loss Expectancy (ALE).

The Single Loss Exposure (SLE) is the total amount of revenue that is lost from a single occurrence of the risk. It is a monetary amount that is assigned to a single event that represents the organization’s potential loss if a specific threat exploits a vulnerability. The SLE is calculated by multiplying the asset value (AV) by the exposure factor (EF).

\[
SLE = AV \times EF
\]

The exposure factor represents the percentage of the loss that a realized threat could have on a certain asset. The asset value is the monetary value of the asset. An oversimplified example that explains the approach is the case where an e-commerce web server has an asset value of €50,000, and a virus infection that affects the server results in an estimated loss of 35% of the value, and then the SLE in this case would have a value of €17,500.

The Annual Rate of Occurrence (ARO) is the number of times that an organization reasonably expects a particular risk to occur during a single year. Calculating estimations for the SLE or ARO is very difficult. There is very little actuarial data available, as only a few companies successfully track security incidents and report on them.

Security-risk exposure is calculated by multiplying the annual rate of occurrence by the single loss expectancy. The product is called the Annual Loss Expectancy (ALE), which represents the total amount of money the organization could lose in one year if nothing is done to mitigate the risk.

\[
ALE = SLE \times ARO
\]

For example, if a virus infection at the e-commerce web server results in €17,500 of damage, and the probability of a virus infection has an ARO value of 0.5 (indicating one infection every two years), then the ALE value for the owner of this e-commerce server would be €17,500 × 0.5 = €8750.

4. Quantifying the assessment of the information-security investment

The natural reaction of a business to growing security risks and potential security breaches is recorded by the company’s increased investment in security technologies. The purpose of the investment is to lower the probability of security breaches and to minimize the security risks. However, this probability is not very high. According to a DTI 2006 survey the average is around 4–5% of the organization’s IT budget being spent on security solutions [7].

It is clear that the optimal level of information-security investment depends on the cost/benefit tradeoffs, and this is the
reason why the costs of the information-security investment in the models are compared to the expected benefits [11]. Some researchers are suggesting a cost-effective analysis, rather than a cost-benefit analysis, as the costs and benefits are not commensurate [9]. An alternative method that tries to analyze the optimal information-security investment is based on what is known as game theory. Game theory uses the interaction between a potential hacker and the organization and tries to explain situations of intrusions where the hacker has a motive to attack and cause damage to a particular organization [5].

Most of the currently used metrics for quantifying the costs and benefits of computer-security investments are based on calculated indicators such as the Return on Investment (ROI), the Net Present Value (NPV), the Internal Rate of Return (IRR) or combinations of all of these.

### 4.1. Return on Investment (ROI)

Return on Investment (ROI) is a popular metric for the comparison of technology investments in the area of business. The fundamental question that ROI is designed to answer is: which of these options gives me the most value for my money? For example, a company might use ROI when deciding whether to invest in the internal development of a new technology/solution or to purchase a commercial product/solution.

ROI simply defines how much the organization gets from the amount of money spent. The indicator is expressed as a percentage of the returned investment over a specific amount of time. ROI equals the present value of the accumulated net benefits over a certain time period, divided by the initial costs of the investment.

\[
ROI = \frac{\text{Benefits} - \text{Cost of Investment}}{\text{Cost of Investment}}
\]

A simple example: if a new e-commerce web server will cost €10,000 and it is expected to bring in €50,000 of income over the course of four years, the ROI for the four-year period is 400%.

The cost of information-security investments should be considered as a compound of the system-configuration specific costs and the operating costs. System-configuration specific costs are typically a one-time expense for the purchase (or development), testing and implementation of a defense solution that protects information assets from possible threats. The operating costs are represented by the annual maintenance (upgrades and patching of the defense solution), the training of users and network administrators, and the monitoring of the solution. The cost of the security investment could be initially low, but later it can increase due to the needs for higher levels of security infrastructure in the organization.

On the other hand it is very difficult to define, assess or measure the benefits. Firewalls, IDS, antivirus software and other security solutions simply do not generate revenue that can be measured. Therefore, the gain produced by this investment becomes a subjective number. One way that makes it possible to assess the benefits of information-security investments is to estimate the avoided damage, expressed in terms of the probability of an event occurring. The benefits can be then be represented as the difference between the ALE without any security investment and the ALE with a security investment.

\[
\text{benefits} = \frac{\text{ALE}_{\text{without investment}} - \text{ALE}_{\text{with investment}}}{\text{Cost of Investment}}
\]

In the Gordon–Loeb model, where the ALE (with investment) is represented as a function of the investment and the vulnerability, the optimal investments in information security range from 0% to 36.8% of the potential loss due to a security breach [10]. This model has since also been successfully used in some empirical analyses [13]. It can be claimed that according to this model, benefits will initially increase rapidly and later the benefit growth is stabilized due to the reduction of the probability of security breaches. A simple equation for calculating the Return on Security Investment (ROSI) is as follows:

\[
\text{ROSI} = \frac{\text{ALE}_{\text{without investment}} - \text{ALE}_{\text{with investment}} - \text{Cost of Investment}}{\text{Cost of Investment}}
\]

An example is illustrated by the calculation: the ALE of the threat of virus infection on a web server is €8750, and after the purchase and implementation of €1600 worth of antivirus safeguard, the ALE is valued at €3400. The annual cost of maintenance and operation of the safeguard is €450, so the ROSI in the first year is:

\[
\left(\frac{\text{€8750} - \text{€3400} - \text{€1600} - \text{€450}}{\text{€1600 + €450}}\right) = 160\%
\]

While the ROI tells us what percentage of the return will be provided with an investment over a specified period of time, it does not tell us anything about the magnitude of the project. So, while a 124% return may seem attractive initially, would you rather have a 124% return on a €10,000 project or a 60% return on a €300,000 investment?

### 4.2. Net Present Value (NPV)

In the case of long-term investments the time attribute represents a problem when calculating the ROI, and managers are mainly using the index known as the Net Present Value (NVP) along with ROI to justify expenditure. The methodology behind the NPV is in the assessment of the tax cash flows generated by a particular solution and in the assessment of the cash-flows value in the current cash flow of the enterprise. The cash-flows index consists of the value of the initial investment, the cost of installation, the cost of configuration, the cost of maintenance and the cost of updates.

The NPV is useful in cases when alternatives are being evaluated. For example, an organization chooses between two security solutions, where one costs €15,000 in advance, and the other costs €5000 a year for three years. Both solutions cost €15,000, but the second solution is better because the organization can invest the remaining money in other places for a defined time. Therefore, the real cost of the second solution is less than €15,000.
The NVP gives the value of the cash return that is expected and is calculated by summing the present net value of the benefits for each year over the expected lifetime periods and by subtracting the initial costs of the project. Suppose $B_i$ is the present value of the net benefits for the period $i$, $C_i$ is all the costs and $i$ is the internal rate of discount. The NPV of the investment is calculated as follows:

$$\text{NPV} = \sum_{i=0}^{n} \frac{B_i - C_i}{(1 + i)^t}$$

(6)

A positive NPV means that the project generates a profit, while a negative NPV means that the project generates a loss. Therefore, a project is profitable if the NPV exceeds zero. An important characteristic of the NPV is that it provides us with information about the cash value of the expected return and therefore indicates the magnitude of the project; the drawback is in the lack of information about the time over which the expected return occurs.

4.3. Internal Rate of Return (IRR)

The Internal Rate of Return (IRR) is often used to analyze large, long-term investments. The IRR is calculated by using a cash flow like the NPV. Unlike the NPV calculation, the IRR will show at what rate it will break even. The IRR equals the percentage rate at which the discount rate should be applied in order that the benefits obtain a zero NPV.

$$\sum_{i=0}^{n} \frac{B_i - C_i}{(1 + \text{IRR})^t} = 0$$

(7)

The IRR is particularly useful when a multi-year investment is made with costs that change radically from one year to the next. But like the ROI, the IRR does not give any indication of the magnitude of the project involved.

Each of these financial measures has its own strengths and weaknesses. The ROI has a difficulty in defining the magnitude of the investment. The NPV and IRR both have difficulty in figuring the ALE. In most cases, the NPV and IRR are better indicators than a simple ROI calculation [12]. To get a clear and complete picture of a planned investment, the standard approach should be based on all of these measures.

According to a 2006 CSI/FBI Survey, 42% of organizations use Return on Investment (ROI) as a metric, 19% of them use Net Present Value (NPV) and 21% use the Internal Rate of Return (IRR). Although ROI has a number of limitations, when compared with NPV and IRR, ROI is still by far the most popular metric in use [6].

4.4. A practical illustration

To illustrate their merits a comparison of these metrics is provided in the next example. An organization with 500 computers intends to purchase new antivirus software (AV) and it is choosing between alternatives. Some antivirus software successfully detects more viruses, while others are less efficient. An antivirus software “AV-A” detects 96% of all viruses. Its purchase price is €60 per licence, while the annual renewal price is €25 per licence. The antivirus software “AV-B” detects only 64% of all viruses, but it costs only €50 per licence with lifetime support, which means the renewal price is zero. In addition, the organization estimates that yearly maintenance costs (updates, monitoring, and upgrades) will be €5000 for AV-A and €4000 for AV-B. The benefits with this purchase can be estimated with the ALE. We propose the following modified Eq. (4) for this example:

$$\text{Benefits} = \text{ALE}_{\text{without AV}} - \text{ALE}_{\text{with AV}}$$

$$= \text{ALE}_{\text{without AV}} \times \text{AV software effectiveness}$$

The ALE can be calculated with the following Eqs. (1) and (2):

$$\text{ALE} = \text{SLE} \times \text{ARO} = \text{AV} \times \text{EF} \times \text{ARO}$$

In the case of simultaneous virus infection on all computers in an organization and a consequent inability to do business on one, the asset value (AV) is €60,000. In reality, when the infection occurs, only one third of computers get infected and it takes on average 2 h to cleanup a computer. Therefore, the EF is $0.33 \times 0.25 = 8.25\%$. The ARO is estimated on the basis of 15 incidents per year.

$$\text{ALE} = €60,000 \times 0.0825 \times 15 = €74,250$$

Benefits$_{(\text{AV-A})} = €74,250 \times 96\% = €71,280$

Benefits$_{(\text{AV-B})} = €74,250 \times 64\% = €47,520$

An organization will use the selected antivirus solution over the next five years. In Table 1 the benefits are represented together with the costs for both solutions. So, let us do the ROI calculation first. From Eq. (3) we get the results:

$$\text{ROI}(\text{AV-A}) = 203\%$$

$$\text{ROI}(\text{AV-B}) = 428\%$$

<table>
<thead>
<tr>
<th>Year</th>
<th>AV-A Benefits (€)</th>
<th>Purchase and upgrade costs (€)</th>
<th>Maintenance costs (€)</th>
<th>AV-B Benefits (€)</th>
<th>Purchase and upgrade costs (€)</th>
<th>Maintenance costs (€)</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>30,000</td>
<td></td>
<td></td>
<td>25,000</td>
<td></td>
<td></td>
</tr>
<tr>
<td>1</td>
<td>71,280</td>
<td>12,500</td>
<td>5000</td>
<td>47,520</td>
<td>12,500</td>
<td>4000</td>
</tr>
<tr>
<td>2</td>
<td>71,280</td>
<td>12,500</td>
<td>5000</td>
<td>47,520</td>
<td>12,500</td>
<td>4000</td>
</tr>
<tr>
<td>3</td>
<td>71,280</td>
<td>12,500</td>
<td>5000</td>
<td>47,520</td>
<td>12,500</td>
<td>4000</td>
</tr>
<tr>
<td>4</td>
<td>71,280</td>
<td>12,500</td>
<td>5000</td>
<td>47,520</td>
<td>12,500</td>
<td>4000</td>
</tr>
<tr>
<td>5</td>
<td>71,280</td>
<td>12,500</td>
<td>5000</td>
<td>47,520</td>
<td>12,500</td>
<td>4000</td>
</tr>
</tbody>
</table>
So far it looks like AV-B is the favourite solution, but as was shown above, the ROI provides information on the percentage of the value of return only and not the actual magnitude. In this case Eq. (6) is used for calculating the NPV, and the NPV calculation gives a different solution from that provided with the ROI calculation.

\[
\text{NPV}(AV - A) = \varepsilon 202,839 \\
\text{NPV}(AV - B) = \varepsilon 163,419
\]

The presented example has some limitations. First, the calculation of the benefits does not include the trend of virus attacks, which clearly has a decreasing trend over recent years [6]. It also does not include the additional costs (administration work and other intangible costs) that arise in the case of a virus infection. Nevertheless, it provides an approximate qualitative estimation. The results are presented in Table 2.

### Table 2

<table>
<thead>
<tr>
<th>Solution</th>
<th>ROI</th>
<th>NPV</th>
<th>IRR</th>
</tr>
</thead>
<tbody>
<tr>
<td>AV-A</td>
<td>203%</td>
<td>€202,839</td>
<td>178%</td>
</tr>
<tr>
<td>AV002DB</td>
<td>428%</td>
<td>€163,419</td>
<td>173%</td>
</tr>
</tbody>
</table>

The final comparison is done with a calculation of the IRR from Eq. (7). The IRR confirms the NPV results, and is in favour of AV-A.

\[
\text{IRR}(AV - A) = 178\% \\
\text{IRR}(AV - B) = 173\%
\]

4.5. Standard approach procedure

The previous sections have shown that the quantification of an ICT security investment for the provision of privacy and security in an organization’s information system is a rather complex task. The studies carried out introduced different tools and methods that build up the most promising procedure in the decision-making process of how much investment is required in order for the possible threats to be minimized. The first step is certainly an evaluation of the SLE and ALE that takes into account the asset value and the ARO. The next step is a calculation of the possible value of the ROSI with different investment values. The outcome of this calculation leads to a calculation of the known economic indicators, such as the ROI, the NPV and the IRR. The NPV of the investment required for a security provision with a value greater than zero guarantees that the investment is not introducing losses; however, without providing information about the time period for the returns. For a final solution we have to consider the IRR indicator, which usually confirms the findings obtained with the NPV calculation. Fig. 2 illustrates the procedure and the steps in quantifying the ICT security investment.

5. Conclusions

The analysis of the problem associated with determining the size of an investment in information security has led to the development of a standardized approach for quantifying the ICT investment for the prevention of cyber crime and other security threats. The approach is based on the application of tools and methods that have been used for the evaluation of organizational asset values and the vulnerability of the systems. This was later used in combination with known economic metrics for an assessment of the investments and the index of return. A combination of several economic indexes, such as ROI, NVP and IRR, is proposed to be part of the procedure, as no single index can answer the basic questions about the assessment of the optimal investment required for the prevention of security threats. The study and the result presented are based on several studied examples that clearly show that the complete picture of the required investment cost and the benefits arising from the used solution can be obtained through a procedure that takes into account multiple indexes. The key direction for future research is to develop a mathematical model for a standardized approach to quantifying the information-security investment.
that will result in a recommendation for choosing an optimal security solution.
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