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Abstract

In this paper we propose a new image randomness measure using Shannon entropy over local image blocks. The proposed local Shannon entropy measure overcomes several weaknesses of the conventional global Shannon entropy measure, including unfair randomness comparisons between images of different sizes, failure to discern image randomness before and after image shuffling, and possible inaccurate scores for synthesized images. Statistical tests pertinent to this new measure are also derived. This new measure is therefore both quantitative and qualitative. The parameters in the local Shannon entropy measure are further optimized for a better capture of local image randomness. The estimated statistics and observed distribution from 50,000 experiments match the theoretical ones. Finally, two examples are given, applying the proposed measure to image randomness among shuffled images and encrypted images. Both examples show that the proposed method is more effective and more accurate than the global Shannon entropy measure.
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1. Introduction

Since the information age began in the late 1970s, the digital world has kept evolving on a nearly daily basis. More particularly, the past 10 years have seen an impressive growth of capabilities of electronic devices as well as their usage in virtually all walks of life (i.e. smartphones, digital music players, home robotic devices, electronic readers, etc.). These devices highlight the fast increase in computational and storage facilities of modern electronics. Compared to the rapid development of electronic devices and computer computational capacities, contemporary data encryption technologies are not very different from those of 10 years ago: many data encryption algorithms in use 10 years ago are still in use today, such as the data encryption standard [2] dating from 1976, the Blowfish cipher [7] from 1993, the Twofish [46] cipher from 1998, the advanced encryption standard (AES) [3] from 1998, etc. Although shortcomings of these methods on bulk data, such as digital images and digital videos, have been pointed
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out [61], these old algorithms still dominate encryption methods at all levels (individuals, organizations, companies and governments).

Image encryption has recently become a fertile research area. Many new image encryption algorithms or methods have been proposed, e.g. chaotic system based image ciphers [6, 12, 15, 16, 22, 28, 29, 37, 40, 42, 54, 55, 63, 64], SCAN language based algorithms [13, 14], transform based algorithms [35, 38, 49, 60, 65]. The goal of image encryption is to turn an input image, commonly referred to as plaintext, into an unrecognized or unintelligent image, referred to as ciphertext, using a predetermined method, which is called an image cipher. For adversaries without plaintext knowledge, an image cipher works like a symbol source generating pixels in ciphertext. Since the completely random source achieving the maximum randomness has a uniform distribution, it is ideally to have an image cipher with the same distribution. Otherwise, the image cipher is insecure as patterns can be identified through the observation of sufficiently many encrypted images [11, 32, 33, 56].

Image randomness can be measured using a variety of methods, such as histogram analysis [6, 12, 16, 22, 28, 29, 35, 37, 40, 42, 54, 55, 57, 60, 63, 64], global Shannon entropy measure [6, 12, 42, 55, 64, 66], adjacent pixel correlations [6, 12, 16, 35, 42, 57, 64, 66]. One major drawback of these conventional techniques is that they provide quantitative rather than qualitative measures. However, it is qualitative measures that make it is possible to distinguish patterned data from random-like data. In contrast, many statistical tests that provide quantitative measures (e.g. the Kolmogorov test [50], poker test [50], gap test [50], autocorrelation test [50], diffusion randomness test [27], and available test suites such as FIPS 140-1 [1] and 140-2 [4]) are designed for either a stream or a block cipher, which is built for one dimensional bit-stream rather than a two dimensional image. These methods are therefore not directly applicable to image data.

Although the importance of statistical tests for image randomness is obvious, little work has been done on this particular topic. [34, 62] discussed a randomness measure defined on image edges; however, it is still a quantitative measure which only gives a randomness score. Statistical tests for the number of changing pixel rate (NPCR) and the unified average changing intensity (UACI) [6, 12, 16, 35, 54, 55, 57, 64, 66], two measurements on the changing rate of encrypted images, have been proposed recently in [59]. However, many image ciphers failed to pass these two statistical tests, indicating they are not random-like enough. This result is a reminder that it is urgent to develop new means to measure image randomness.

In this paper, we develop new statistical tests for image randomness based on the local Shannon entropy measure, which is a generalization of conventional Shannon entropy. The remainder of the paper is organized as follows: Section 2 gives a brief review on Shannon entropy, the central limit theorem and random number generators in cryptography; in Section 3 we introduce a random image generator model, and derive the mean and variance of Shannon entropy for random images; in Section 4 we define the local Shannon entropy measure and statistical tests for random images, supported by conclusions derived in Section 3, and optimize parameters of the local Shannon entropy measure to attain the best localization capacity; in Section 5 we compare the theoretical statistics and distributions with those observed from a large scale simulation with 50,000 random images; in Section 6 we present possible applications of the proposed method for image shuffling and image encryption; and Section 7 concludes the paper.

2. Preliminaries

2.1. Shannon Entropy Measure and Properties

Shannon entropy [47], named after Claude Shannon, was first proposed in 1948. Since then, Shannon entropy has been widely used in the information sciences. Shannon entropy is a measure of the uncertainty associated with a random variable. Specifically, Shannon entropy quantifies the expected value of the information contained in a message. The Shannon entropy of a random variable $X$ can be defined as in Eq. (1), where $P_i$ is defined in Eq. (2) with $x_i$ indicating the $i$th possible value of $X$ out of $n$ symbols, and $P_i$ denoting the possibility of $X = x_i$.

$$H(X) = H(P_1, ..., P_n) = -\sum_{i=1}^{n} P_i \log_2 P_i \quad (1)$$

$$P_i = \Pr(X = x_i) \quad (2)$$

Shannon Entropy attains, but is not limited to, the following properties:
The most important merit of the CLT is that the probability density function (PDF) of \( F \) called the Z-test, where \( Z = \frac{ \overline{Y} - \mu }{ \sigma / \sqrt{n} } \), is approximately normally distributed, with a mean 0 and a variance 1, as long as its mean and variance are known. Heuristically, many statisticians believe that if the sample size \( n \) is sufficiently large \([41, 52]\), while others suggest larger sample sizes \([30]\), for example 100 \([9]\).

Instead of using \( \overline{Y}_n \), the random variable \( Z_n \) defined in Eq. (7) is commonly used in hypothesis tests, where \( Z_n \sim \mathcal{N}(0, 1) \) as \( n \to \infty \). The convergence in distribution implies that Eq. (8) is held for arbitrary \( z \in \mathbb{R} \), where \( \Phi(z) \) is the cumulative distribution function (CDF) of \( \mathcal{N}(0, 1) \). Consequently, the statistical test designed on this Z-statistic is called the Z-test, where \( F_{Z_n}(z) \) denotes the actual CDF of \( Z_n \).

\[
Z_n = \frac{ \overline{Y}_n - \mu }{ \sigma / \sqrt{n} }
\]

\[
\lim_{n \to \infty} \Pr(Z_n \leq z) = \lim_{n \to \infty} F_{Z_n}(z) = \Phi(z)
\]
2.3. Random Number Generators in Cryptography

A random number generator (RNG) is a computational algorithm or a physical device that generates a sequence of symbols from some known distribution, which implies that all elements in the sequence should be independent and identically distributed with a known distribution. Although the distribution of a RNG can be of any type, including Gaussian [31], Multinomial [18] or Poisson [10], the uniform distribution is preferred for RNGs in cryptography [5, 20, 44, 51], as it makes all outcomes equally likely and implies less population information than non-uniform distributions. Many attacks or cryptanalysis methods e.g. [11, 32, 33, 56] can take advantage of non-uniformly distributed ciphertexts.

RNGs can be classified into two groups: pseudo RNGs (PRNGs) and true RNGs (TRNGs), where PRNGs are predetermined by a set of controllable parameters with completely predictable outputs; and TRNGs are normally dependent on certain physical phenomena, e.g. atmospheric noise [19] and Johnson noise [25], which can be considered as a set of noncontrollable parameters with completely unpredictable outputs. However, it is very difficult to distinguish a PRNG from a TRNG by observing output random number sequences [24].

A random sequence $Q = \{q_1, q_2, \cdots \}$ from a RNG (either a TRNG or a PRNG) with a uniform distribution on a finite symbol set $S = \{s_1, s_2, \cdots, s_L\}$ has the following properties:

$$\Pr(q_1 = s_1) = \Pr(q_1 = s_2) = \cdots \Pr(q_1 = s_L) = 1/L \quad (9)$$

$$\Pr(q_1 | q_2) = \Pr(q_1 | q_3) = 1/L \quad (10)$$

where $i$ and $\tau$ denotes two sequence elements and $i \neq \tau$. It is easy to verify that the Shannon entropy of a RNG source with a uniform distribution on $L$ symbols always attains the upper-bound $\log_2 L$.

Finally, it is worthwhile to note the links between a PRNG and a digital cipher (stream cipher or block cipher). A stream cipher normally combines a plaintext data stream with a key stream, which is generated from a PRNG [53]. In contrast, a block cipher itself is normally considered as a cryptographically secure PRNG [43], whose generated sequences also attain the properties Eqs. (9) and (10).

3. Shannon Entropy of a Random Image

In this section, we introduce first a random image generator in section 3.1. This random image generator enables us to generate random images, which share the same statistical properties as securely encrypted images, rendering them indistinguishable. In section 3.3, we derive what would be the theoretical mean and variance of the Shannon entropy for a random image as defined in section 3.2. Finally, this section ends with a discussion explaining the theoretically derived means and variances from section 3.2 and the connection between those values and the preconditions of the random image generator.

3.1. A Random Image Generator

Since a digital image can be considered as a bit/byte sequence fitting within a specific rectangle, we define a uniformly random image generator (RIG) in the following way:

**Definition 1.** A uniformly random image generator is a random number generator which equally likely generates an image pixel of intensity $I$ out of $L$ allowed intensities ($I \in \{0, 1, \cdots, L-1\}$).

Therefore, each image pixel is then generated independently with the identical uniform distribution as a random sequence element from a RNG model as defined in Eqs. (9) and (10). In other words, the following properties are held for a pixel $R(i,j)$ generated by a RIG.

$$\Pr(R(i,j) = I) = 1/L \quad (11)$$

$$\Pr(R(i,j) | R(i',j') = I') = 1/L \quad (12)$$

where $R(i,j)$ denotes the pixel located at the intersection of the $i$th row and $j$th column in $R$ and $R(i',j')$ is another pixel different from $R(i,j)$. Equivalently, this indicates that a RIG is also a memory-less source [58]. It is noticeable that a RIG with a uniform distribution attains the maximum Shannon entropy, i.e. the maximum randomness with the Shannon entropy score $\log_2 L$. 

3.2. Random Images and Securely Encrypted Images

In this paper, a random image is defined as an observed image generated by a RIG as defined previously. Fig. 1 shows random images of size $256 \times 256$ in binary, 8-bit grayscale and color formats. It can be observed that the histograms of these random images are all uniform-like, this because each image is an observation derived from a RIG.

The same relationship that exists between a PRNG and a digital cipher exists between a RIG and an image cipher. First, a secure digital cipher is supposed to attain confusion and diffusion properties [48], thus making Eqs. (11) and (12) hold for a secure image cipher. Second, an image cipher can be considered as a pseudo RIG, because it is completely controlled by cipher key(s) when the used image cipher is known. Therefore, a random image generated from a RIG should also not be discernible from an encrypted image generated from a secure image cipher. Fig. 2 shows securely encrypted images of size $256 \times 256$ in the binary, 8-bit grayscale and color formats. It can be seen that these encrypted images indeed look like random images in Fig. 1.

Consequently, a statistical test designed for testing the randomness of random images is also applicable to encrypted images, which are supposed to be statistically indistinguishable from random images if they are encrypted by a secure image cipher.

![Fig. 1: Sample random images](image1)

![Fig. 2: Sample encrypted images](image2)

3.3. Mean and Variance of Shannon Entropy for a Random Image

Consider a random image $X$ as a random variable. This implies the pixels in $X$ satisfy the statistical properties of Eqs. (11) and (12).
Lemma 1. The number of pixels at scale \( l \) out of \( L \) possible intensity scales in a random image \( X \) of size \( M \times N \) follows the binomial distribution of \( T \) \((T = MN) \) independent incidents with the success probability \( 1/L \), i.e.

\[
n_l \sim \mathcal{B}(T, 1/L)
\]

Proof. Since any pixel \( x \) in the random image \( X \) follows the discrete uniform distribution \( x \sim \mathcal{U}(0, L-1) \), i.e.

\[
\Pr(x = l) = 1/L
\]

we have,

\[
\Pr(x \neq l) = 1 - 1/L = (L - 1)/L
\]

Therefore, any pixel \( x \) at intensity level \( l \) follows the Bernoulli distribution with success probability \( 1/L \). As a result, the number of pixels at intensity level \( l \) follows the Binomial distribution as

\[
n_l \sim \mathcal{B}(T, 1/L)
\]

\( i.e. \)

\[
\Pr(n_l = k) = \binom{T}{k} \left( \frac{L - 1}{L} \right)^{T-k} \tag{13}
\]

and \( \binom{T}{k} \) \(=\) \( T! / k!(T-k)! \) is the binomial coefficient.

\[\square\]

Corollary 1.

\[
\Pr(P_l = k/T) = \binom{T}{k} \left( \frac{L - 1}{L} \right)^{T-k} \tag{14}
\]

Proof. True since \( n_l \sim \mathcal{B}(T, 1/L) \) and \( P_l = n_l/T \).

\[\square\]

In order to find the mean and variance of the Shannon entropy of an observed random image \( X \), i.e. \( \mu_{H(X)} \) and \( \sigma_{H(X)}^2 \), we first rewrite the Shannon entropy of \( X \) as the sum of entropies from all possible intensity scales, i.e.

\[
H(X) = \sum_{l=0}^{L-1} h_l
\]

where \( h_l = -P_l \log_2 P_l \) denotes the Shannon entropy of intensity scale \( l \). Using Lemma 1 that \( n_l \sim \mathcal{B}(T, 1/L) \), the following statistics can be obtained:

\[
\mathbb{E}[h(l)] = -\sum_{n_l=0}^{T} n_l \log_2 \left( \frac{n_l}{T} \right) \left( \frac{T}{n_l} \right) \left( \frac{L - 1}{L} \right)^{T-n_l} \sum_{n_l=0}^{T} n_l \log_2 \left( \frac{T}{n_l} \right) \left( \frac{L - 1}{L} \right)^{T-n_l} \tag{16}
\]

\[
\mathbb{E}[h(l)^2] = \sum_{n_a=0}^{T} \sum_{n_b=0}^{T} \left( \frac{n_a}{T} \log_2 \frac{T}{n_a} \right)^2 \left( \frac{T}{n_a} \right) \left( \frac{L - 1}{L} \right)^{T-n_a} \tag{17}
\]

\[
\mathbb{E}[h(l_a)h(l_b)] = \sum_{n_a=0}^{T} \sum_{n_b=0}^{T} \left( \frac{n_a}{T} \log_2 \frac{T}{n_a} \right) \left( \frac{n_b}{T} \log_2 \frac{T}{n_b} \right) \left( \frac{T}{n_a} \right) \left( \frac{T}{n_b} \right) \left( \frac{L - 2}{L} \right)^{T-n_a-n_b} \tag{18}
\]

Subsequently, the mean \( \mu_{H(X)} \) and variance \( \sigma_{H(X)}^2 \) can be derived:

\[
\mu_{H(X)} = \mathbb{E}[H(X)] = \mathbb{E} \left[ \sum_{l=0}^{L-1} h_l \right] = \sum_{l=0}^{L-1} \mathbb{E}[h(l)] = L \cdot \mathbb{E}[h(l)] \tag{19}
\]
\[
E[H(X)^2] = L \cdot E[h(l)^2] + L(L-1) \cdot E[h(l_a)h(l_b)]
\]

\[
\sigma^2_{H(X)} = E[H(X)^2] - (E[H(X)])^2
\]

\[
= L \cdot E[h(l)^2] + L(L-1) \cdot E[h(l_a)h(l_b)] - L^2 \cdot (E[h(l)])^2
\]

Numerical results for \( \mu_{H(X)} \) and \( \sigma_{H(X)} \) using different parameter sets are shown in Table 1. It is clear from Table 1 that for a random image, \( \mu_{H(X)} \) increases as \( L \) increases when \( T \) is fixed; \( \mu_{H(X)} \) also increases as \( T \) increases when \( L \) is fixed. Meanwhile, \( \sigma_{H(X)} \) gets smaller as \( T \) increases.

<table>
<thead>
<tr>
<th>L = 2</th>
<th>Binary Image</th>
<th>T</th>
<th>( \mu_{H(X)} )</th>
<th>( \sigma_{H(X)} )</th>
<th>L = 256</th>
<th>Gray Image</th>
<th>T</th>
<th>( \mu_{H(X)} )</th>
<th>( \sigma_{H(X)} )</th>
<th>L = 256</th>
<th>Color Image</th>
<th>T</th>
<th>( \mu_{H(X)} )</th>
<th>( \sigma_{H(X)} )</th>
</tr>
</thead>
<tbody>
<tr>
<td>2 x 2</td>
<td>0.788639082</td>
<td>0.07175175</td>
<td>2 x 2</td>
<td>1.988839224</td>
<td>0.0170421</td>
<td>2 x 2 x 3</td>
<td>5.54123566</td>
<td>0.06864023</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4 x 4</td>
<td>0.953361007</td>
<td>0.06163762</td>
<td>4 x 4</td>
<td>3.942684167</td>
<td>0.08365151</td>
<td>4 x 4 x 3</td>
<td>5.40794610</td>
<td>0.07904130</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>8 x 8</td>
<td>0.986320757</td>
<td>0.06069226</td>
<td>8 x 8</td>
<td>5.745716929</td>
<td>0.07660344</td>
<td>8 x 8 x 3</td>
<td>6.93879523</td>
<td>0.05929588</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>16 x 16</td>
<td>0.997176704</td>
<td>0.00392777</td>
<td>16 x 16</td>
<td>7.174968633</td>
<td>0.05247399</td>
<td>16 x 16 x 3</td>
<td>7.73777142</td>
<td>0.03253559</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>32 x 32</td>
<td>0.999295215</td>
<td>0.00996718</td>
<td>32 x 32</td>
<td>7.980756571</td>
<td>0.07246343</td>
<td>32 x 32 x 3</td>
<td>7.93720314</td>
<td>0.00539514</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>64 x 64</td>
<td>0.999852368</td>
<td>0.00249088</td>
<td>64 x 64</td>
<td>7.95458734</td>
<td>0.04024888</td>
<td>64 x 64 x 3</td>
<td>7.94877732</td>
<td>0.01135926</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Table 1: Theoretical Mean and Standard Deviation of Shannon Entropy Score for a Random Image

Finally, we want to point out that Eqs. (19) and (21) pave the way to the local Shannon entropy measure and tests which will be discussed in the next section, although they only reveal the mean and variance of \( H(X) \) without the exact PDF of \( H(X) \). However, as stated in the CLT, the sample mean of Shannon entropy over \( n \) random images, which is the local Shannon entropy measure, follows the Normal distribution with mean \( \mu_{H(X)} \) and variance \( \sigma^2_{H(X)}/n \), as long as \( n \) is sufficiently large (\( n \geq 30 \)).

3.4. Discussion

It is worthwhile to understand the relationship between the derived Shannon entropy statistics of a random image and the preconditions of a random image (see Eqs. (11) and (12)).

First, the Shannon entropy of a random image is an estimation on that of the RIG which generates this random image. Because a RIG here is an \( L \)-symbol source generating equally likely symbols for each pixel, the Shannon entropy of such a RIG reaches the maximum randomness \( \log_2 L \). Consequently, it is not surprising that \( H(X) \), the Shannon entropy of a random image \( X \) from this RIG, and also an estimation of the Shannon entropy for the RIG, always has a score close to the Shannon entropy of the source, \( \log_2 L \).

Second, a random image with a larger image size better estimates the source entropy, and thus a random variable of \( H(X) \) has a larger mean and a smaller variance as the size of \( X \) increases. This is because a larger observed image means more pixels, and thus more symbols observed from the image source, the RIG. According to the CLT, the probability of seeing each symbol from this RIG is then better estimated in the sense that these probabilities approach their true values closer as the number of image pixels increases. Correspondingly, the estimated source Shannon entropy gets closer to the true source Shannon entropy \( \log_2 L \) and thus leads to the mean of \( H(X) \) approaching closer to \( \log_2 L \) with a smaller variances. This phenomenon can be confirmed with Table 1, where \( \mu_{H(X)} \) increases and \( \sigma_{H(X)}^2/n \) decreases as \( T \) the number of pixels increases.

Finally, the derived results hold for any image pulled from an image source that satisfies the preconditions of Eqs. (11) and (12). Since an encrypted image from a secure cipher is supposed to satisfy these preconditions while an encrypted image from an insecure cipher is not, we can differentiate encrypted images derived from secure and insecure ciphers using the results derived above. More details about this application will be presented in the following sections.
4. Local Shannon Entropy Measure and Statistical Tests

Conventionally, in the image encryption community, the usage of Shannon entropy for image randomness is to compute Eq. (4) for a sample image $S$. This method has been widely adopted in testing the performance of an image cipher [6, 12, 42, 55, 64, 66]. In this paper, this conventional usage is referred to as the *global Shannon entropy*. In contrast, the proposed Shannon entropy measure is referred to as the *local Shannon entropy*, as it only relies on a series of local blocks in an image.

4.1. Local Shannon Entropy Measure

We define the $(k, T_B)$-local Shannon entropy measure with respect to local image blocks using the following method

- **Step 1.** Randomly select non-overlapping image blocks $S_1, S_2, ..., S_k$ with $T_B$ pixels within a test image $S$ of $L$ intensity scales
- **Step 2.** For all $i \in \{1, 2, ..., k\}$ compute Shannon entropy $H(S_i)$ via Eq. (4)
- **Step 3.** Calculate the sample mean of Shannon entropy over these $k$ image blocks $S_1, S_2, ..., S_k$ via Eq. (22)

$$H_{k,T_B}(S) = \frac{1}{k} \sum_{i=1}^{k} H(S_i)$$

Consequently, the $(k, T_B)$-local Shannon entropy $H(S)$ are used as the measure for describing the randomness over the entire test image $S$.

Fig. 3 shows the three steps of the $(k, T_B)$-local entropy measure on a poorly encrypted image, *Rabbit*, with $k = 9$ and $T_B = 256$. As can be seen in Fig. 3-(d), the local Shannon entropy directly points out the relatively low randomness scores for image blocks $S_1, S_4$ and $S_8$ in the test image, and thus demonstrates the capability of the measure to capture local randomness. Further, because the local image blocks are chosen randomly in the local Shannon entropy measure, randomness information of a test image is fairly represented in the resulting local Shannon entropy score.

Since this $(k, T_B)$-local Shannon entropy degrades to the global Shannon entropy for a $T$-pixel image $S$ with $k = 1$ and $T_B = T$, the $(k, T_B)$-local Shannon entropy can be considered a generalized form of Shannon entropy, which includes the global Shannon entropy. However, this generalization is not trivial: one interpretation of the $(k, T_B)$ parameter set is that this parameter set tunes the localization capacity of the Shannon entropy measure over a test image. A discussion on the parameters of the $(k, T_B)$-local Shannon entropy can be found in subsequent sections.
4.2. Why Local and not Global?

Because the local Shannon entropy measures image randomness by computing the sample mean of Shannon entropy over a number of non-overlapping and randomly selected image blocks, it is able to overcome some known weaknesses of the global Shannon entropy:

1. Inaccuracy: The global Shannon entropy sometimes fails to measure the true randomness of an image. Unlike global Shannon entropy, the \((k, T_B)\)-local Shannon entropy is able to capture local image block randomness a measure that might not be correctly reflected in the global Shannon entropy score.

2. Inconsistency: The term 'global' is commonly inconsistent for images with various sizes, making the global Shannon entropy unsuitable as a universal measure. However, the \((k, T_B)\)-local Shannon entropy is able to measure the image randomness using the same set of parameter regardless of the various sizes of test images and thus provides a relatively fair comparison for image randomness among multiple images.

3. Low Efficiency: The global Shannon entropy measure requires the pixel information of an entire image, which is costly when the test image is large. However the local entropy measure requires only a portion of the total pixel information.

![Fig. 4: Global and local Shannon entropy scores of sample images](image)

The first weakness regarding inaccuracy is illustrated in Fig. 4, which shows the global and local Shannon entropy scores for three classes of 8-bit grayscale images of size 256 × 256: Random, Scene, and Pattern. It should be noted that the global Shannon entropy score of image Pattern is exactly 8, which is the upper bound for an 8-bit grayscale image and implies image Pattern is very random-like, although image Pattern is not. In contrast, local Shannon entropy scores of image Pattern directly point out that this image is not random-like, because its entropy scores are obviously smaller than the corresponding scores of image Random. This example tells us that an image with a high global entropy score may not be necessarily random-like and that a random-like image always has high local entropy scores regardless of the used block size for the local measurement.

The second weakness regarding inconsistency is illustrated in Table 1, which shows that the expected Shannon entropy scores for different image sizes are very different. In general, an image of a larger size tends to have a higher Shannon entropy score than a smaller size image. Therefore, without considering its size, judging the randomness of an image from its global Shannon entropy score is pointless. In other words, measuring randomness using global Shannon entropy requires image size information whereas this is not the case with local Shannon entropy.

The low efficiency issue is straightforward and is addressed empirically in Section 6.

4.3. Hypothesis Tests for the \((k, T_B)\)-Local Shannon Entropy Measurement

As shown in Section 4.1 the \((k, T_B)\)-local Shannon entropy is definitely a quantitative measurement. In order to make it a qualitative measure, we derive hypothesis tests for the \((k, T_B)\)-local Shannon entropy measure. This way, we can make a qualitative measure on a test image, namely reject or fail to reject a test image as a random image.

Consider the \((k, T_B)\)-local Shannon entropy measure on a random image \(R\) as a random variable. According to the definition in Eq. (22), the following equations then hold

\[
\mu_{H_{k,T_B}(R)} = E\left[\frac{1}{k}\sum_{i=1}^{k} H(R_i)\right] = \mu_{H_i(X)}
\]  

(23)
where $R_i$ denotes the $i$th image block in the random image $R^1$, and $\mu_{H(X)}$ and $\sigma_{H(X)}$ are the mean and standard deviation of the Shannon entropy score on a random image $X$, which has the same number of pixels in the random image block $R_i$.

Furthermore, this $(k, T_B)$-local Shannon entropy of a random image $R$ actually follows a Gaussian distribution according to the CLT, as long as $k$ is sufficiently large ($k \geq 30$). Namely,

$$H_{k,T_B}(R) \sim N(\mu_{H(X)}, \sigma_{H(X)}^2/k)$$

(25)

where $X$ is a random image of the same format as $R$ and also contains $T_B$ pixels. Numerical results of $(k, T_B)$-local Shannon entropy with respect to various image sizes are given in Table 2.

<table>
<thead>
<tr>
<th>$L = 2$</th>
<th>Binary Image</th>
<th>$L = 256$</th>
<th>Grayscale Image</th>
<th>$L = 256$</th>
<th>Color Image</th>
</tr>
</thead>
<tbody>
<tr>
<td>$T_B$</td>
<td>$\mu_{H_{k,T_B}(R)}$</td>
<td>$\sigma_{H_{k,T_B}(R)}$</td>
<td>$\mu_{H_{k,T_B}(R)}$</td>
<td>$\sigma_{H_{k,T_B}(R)}$</td>
<td>$\mu_{H_{k,T_B}(R)}$</td>
</tr>
<tr>
<td>2 x 2</td>
<td>0.780639062</td>
<td>0.307715375/√2</td>
<td>2 x 2</td>
<td>1.988300234</td>
<td>0.076064119/√2</td>
</tr>
<tr>
<td>4 x 4</td>
<td>0.953316074</td>
<td>0.066187070/√2</td>
<td>4 x 4</td>
<td>3.942064617</td>
<td>0.082840020/√2</td>
</tr>
<tr>
<td>8 x 8</td>
<td>0.998638975</td>
<td>0.016069326/√2</td>
<td>8 x 8</td>
<td>5.765716929</td>
<td>0.076064119/√2</td>
</tr>
<tr>
<td>16 x 16</td>
<td>0.997167024</td>
<td>0.003927777/√2</td>
<td>16 x 16</td>
<td>7.174966353</td>
<td>0.052437999/√2</td>
</tr>
<tr>
<td>32 x 32</td>
<td>0.999295215</td>
<td>0.000996718/√2</td>
<td>32 x 32</td>
<td>7.808756571</td>
<td>0.017246343/√2</td>
</tr>
<tr>
<td>64 x 64</td>
<td>0.999023868</td>
<td>0.000249088/√2</td>
<td>64 x 64</td>
<td>7.954588734</td>
<td>0.004284878/√2</td>
</tr>
</tbody>
</table>

Table 2: Theoretical Mean and Standard Deviation of $(k, T_B)$-Local Shannon Entropy Score on Random Images

Consequently, we design the $(k, T_B)$-local entropy hypothesis test for image randomness in the following way:

- Null hypothesis $\mathcal{H}_0$: $H_{k,T_B}(S) = \mu_{H_{k,T_B}(R)}$, which implies that the test image $S$ is indistinguishable from a random image

- Alternative hypothesis $\mathcal{H}_1$: $H_{k,T_B}(S) \neq \mu_{H_{k,T_B}(R)}$, which implies that the test image $S$ is distinguishable from a random image

Assuming $k \geq 30$ holds, the above test is a $Z$ test, because the distribution of $\mathcal{H}_0$ is known (see Eq.(25)). As a result, the test statistic $z$ can be obtained as follows

$$z = \frac{H_{k,T_B}(S) - \mu_{H_{k,T_B}(R)}}{\sigma_{H_{k,T_B}(R)}} = \frac{H_{k,T_B}(S) - \mu_{H(X)}}{\sigma_{H(X)}/\sqrt{k}}$$

(26)

With respect to the $\alpha$-level of significance in a $Z$-test, we calculate critical values $h^*_\text{left}$ and $h^*_\text{right}$ using Eq. (27). Consequently, we fail to reject $\mathcal{H}_0$ for a test image $S$ if $H_{k,T_B}(S) \in [h^*_\text{left}, h^*_\text{right}]$ otherwise we reject $\mathcal{H}_0$.

$$\left\{ \begin{array}{l}
  h^*_\text{left} = \mu_{H_{k,T_B}(R)} - \Phi^{-1}(\alpha/2)\sigma_{H_{k,T_B}(R)} = \mu_{H(X)} - \Phi^{-1}(\alpha/2)\sigma_{H(X)}/\sqrt{k} \\
  h^*_\text{right} = \mu_{H_{k,T_B}(R)} + \Phi^{-1}(\alpha/2)\sigma_{H_{k,T_B}(R)} = \mu_{H(X)} + \Phi^{-1}(\alpha/2)\sigma_{H(X)}/\sqrt{k}
\end{array} \right.$$

(27)

where $\Phi^{-1}$ is the inverse cumulative density function of the standard normal distribution $N(0, 1)$.

4.4. Parameter Selection

In the $(k, T_B)$-local entropy test, the two parameters play different roles. It is somewhat obvious that parameter $k$ affects the width of the rejection region of the $(k, T_B)$-local entropy test. As $k$ increases, $\mu_{H_{k,T_B}(R)}$ remains the same, but

---

1In the rest of paper, $S$ and $R$ always denotes a general test image and a random image for the $(k, T_B)$-local Shannon entropy measurement, respectively.
\( \sigma_{H_{L,T}(\theta)} \) gets smaller, which implies a wider rejection region. However, since the \((k, T_B)\)-local entropy test requires \( k \) to be sufficiently large to apply the CLT, \( k \) should be no less than 30. It should be noted that the condition \( k \geq 30 \) can be easily satisfied for most images.

The role of parameter \( T_B \) is more complex in the sense that both \( \mu_{H_{L,T}(\theta)} \) and \( \sigma_{H_{L,T}(\theta)} \) change as it changes. It is also noticeable that it is \( T_B \) that defines the local entropy test, because when \( T_B \) is as large as the number of the entire test image, then the local entropy test is identical to the global one. However, in contrast, if \( T_B \) is as small as one pixel, the local entropy test is pointless, as in this case \( H_{L,T}(S) = 0 \), regardless of the test image \( S \). Therefore, it is natural to ask whether there exists some optimal \( T_B \) in between these two extremes.

Since there are multiple ways to address the problem, we made the choice to approach it by first considering the two parameters below:

- \( C_{\text{local}} \) (Capacity to capture local randomness information): This capacity is reduced as \( T_B \) increases. When \( T_B \) increases to the number of pixels in the entire test image, the \((k, T_B)\)-local entropy measure becomes the exact global measurement, and thus does not capture any local randomness information.
- \( C_{\text{scale}} \) (Capacity to capture all \( L \) levels of intensity scales): This capacity is enhanced as \( T_B \) increases. Although a local entropy score is supposed to measure local randomness with \( T_B \) pixels and \( L \) intensity scales, such a measure is inaccurate when \( T_B \) \( \ll \) \( L \), because the number of possible symbols that can be observed within \( T_B \) is always less than or equal to \( \min(T_B, L) \). When \( T_B = 1 \), the \((k, T_B)\)-local entropy measure is always 0, and thus completely loses this capacity.

\( C_{\text{local}} \) and \( C_{\text{scale}} \) can be modeled as follows, and consequently we can construct a capacity energy function \( f \) as shown in Eq. (28)

\[
\begin{align*}
C_{\text{local}}(T_B) &= 1/T_B \\
C_{\text{scale}}(T_B) &= \Pr(\text{see all } L \text{ scales in } T_B \text{ pixels}| L) \\
f^L(T_B) &= C_{\text{local}}(T_B) \cdot C_{\text{scale}}(T_B) = \Pr(\text{see all } L \text{ scales in } T_B \text{ pixels}| L)/T_B
\end{align*}
\]

This energy function can be interpreted as the capacity to capture all \( L \) scales per pixel.

It is worthwhile to note that \( \Pr(\text{see all } L \text{ scales in } T_B \text{ pixels}| L) \) can be calculated via Eq. (29) [26], where the random variable \( X \) = the number of drawings it takes to get all \( L \) intensity scales in \( \Pr(X = t|L) \).

\[
\Pr(\text{see all } L \text{ scales in } T_B \text{ pixels}| L) = \sum_{i=1}^{T_B} \Pr(X = i|L)
\]

\[
\Pr(X = t|L) = \frac{1}{L} \sum_{i=1}^{L} (-1)^{t-1} \cdot \binom{L}{i} \cdot (L-i)^{t-1}
\]

When \( T_B \to 1 \), \( C_{\text{scale}} \) decreases to 0 and thus \( f^L(T_B) \) quickly goes to 0; when \( T_B \to \infty \), \( C_{\text{local}} \) goes to infinity and thus \( f^L(T_B) \) also approaches 0. As a result, the optimized \( T^*_B \) with respect to \( L \) intensity scales can be obtained as follows

\[
T^*_B = \arg\max_{T_B \geq 1} f^L(T_B)
\]

Fig. 5 shows \( f^L(T_B) \) scores with respect to different \( L \) values. As expected, \( f^L(T_B) \) is a unimodal function. More specifically,

\[
\begin{align*}
T^*_B^{L=2} &= 2 \\
T^*_B^{L=256} &= 1936
\end{align*}
\]

Reference Table 3 gives the required statistics for local entropy tests with respect to image types and Table 4 provides acceptance intervals of \((k, T_B)\)-local entropy tests under various significance levels with respect to parameter \( k \).
Fig. 5: $T_B$ optimization with respect to different image formats (left column: $C_{scale}$; right column: capacity energy)

<table>
<thead>
<tr>
<th>Image Type</th>
<th>$L$</th>
<th>$T_B^*$</th>
<th>$\mu_{H(X)}$</th>
<th>$\sigma_{H(X)}$</th>
<th>$\mu_{H(T_B)}$</th>
<th>$\sigma_{H(T_B)}$</th>
</tr>
</thead>
<tbody>
<tr>
<td>Binary</td>
<td>2</td>
<td>2</td>
<td>0.5000000</td>
<td>0.5000000</td>
<td>0.5000000</td>
<td>0.5000000</td>
</tr>
<tr>
<td>Gray (8-bit)</td>
<td>256</td>
<td>1936</td>
<td>7.9024693</td>
<td>0.008694225</td>
<td>7.9024693</td>
<td>0.008694225</td>
</tr>
<tr>
<td>Color (RGB)</td>
<td>256</td>
<td>1936</td>
<td>7.9024693</td>
<td>0.008694225</td>
<td>7.9024693</td>
<td>0.008694225</td>
</tr>
</tbody>
</table>

Table 3: Mean and standard deviation of Local Shannon entropy for random images with optimal $T_B$

<table>
<thead>
<tr>
<th>$k$</th>
<th>$h_{left}$</th>
<th>$h_{right}$</th>
<th>$h_{left}$</th>
<th>$h_{right}$</th>
<th>$h_{left}$</th>
<th>$h_{right}$</th>
</tr>
</thead>
<tbody>
<tr>
<td>30</td>
<td>0.465315974</td>
<td>0.534684026</td>
<td>0.45389512</td>
<td>0.54610488</td>
<td>0.44957888</td>
<td>0.55042112</td>
</tr>
<tr>
<td>40</td>
<td>0.475500450</td>
<td>0.524499550</td>
<td>0.467802134</td>
<td>0.53219786</td>
<td>0.45868416</td>
<td>0.54113584</td>
</tr>
<tr>
<td>50</td>
<td>0.480400360</td>
<td>0.51999640</td>
<td>0.474241707</td>
<td>0.52578293</td>
<td>0.46794733</td>
<td>0.53905267</td>
</tr>
<tr>
<td>60</td>
<td>0.483666967</td>
<td>0.524330233</td>
<td>0.478534756</td>
<td>0.52165244</td>
<td>0.47259944</td>
<td>0.52741056</td>
</tr>
<tr>
<td>70</td>
<td>0.487500257</td>
<td>0.52249775</td>
<td>0.483901067</td>
<td>0.51838993</td>
<td>0.47943428</td>
<td>0.52056792</td>
</tr>
<tr>
<td>80</td>
<td>0.491113111</td>
<td>0.51886869</td>
<td>0.48568937</td>
<td>0.51431016</td>
<td>0.48179296</td>
<td>0.51828074</td>
</tr>
<tr>
<td>90</td>
<td>0.493853608</td>
<td>0.51399974</td>
<td>0.487120853</td>
<td>0.51287914</td>
<td>0.48354736</td>
<td>0.51645263</td>
</tr>
<tr>
<td>100</td>
<td>0.49591073</td>
<td>0.50979892</td>
<td>0.488291685</td>
<td>0.51170831</td>
<td>0.48540360</td>
<td>0.51545904</td>
</tr>
<tr>
<td>110</td>
<td>0.49783483</td>
<td>0.50616651</td>
<td>0.489267378</td>
<td>0.51073262</td>
<td>0.48628947</td>
<td>0.51471028</td>
</tr>
<tr>
<td>120</td>
<td>0.49961677</td>
<td>0.50373832</td>
<td>0.490992964</td>
<td>0.50997003</td>
<td>0.48734412</td>
<td>0.51265587</td>
</tr>
<tr>
<td>130</td>
<td>0.499900129</td>
<td>0.507189719</td>
<td>0.49080061</td>
<td>0.50919930</td>
<td>0.48824819</td>
<td>0.51175188</td>
</tr>
<tr>
<td>140</td>
<td>0.493466787</td>
<td>0.50853211</td>
<td>0.49141002</td>
<td>0.50858098</td>
<td>0.48903157</td>
<td>0.51068422</td>
</tr>
</tbody>
</table>

Table 4: Local entropy test reference table for optimized $T_B$

5. Simulation Results

In this section, we compare the theoretical distributions and statistics derived in previous sections to those observed from a random image source. Specifically speaking,

- Theoretical statistics of a random image in Table 1 vs. observed ones
- Theoretical distribution of the $(k, T_B)$-local entropy score for random images vs. observed distribution
All simulations are performed under the environment of MATLAB r2011a using built-in functions.

### 5.1. Estimated Statistics from Observed Random Images

Table 5 shows the mean and standard deviations of 50,000 observed sample images $S^{(1)}, S^{(2)}, \ldots, S^{(50,000)}$ generated from the MATLAB uniform RNG, where $S^{(i)}$ denotes the $i$th sample out of 50,000. The sample mean and the sample standard deviation for each parameter setting are calculated from 50,000 observations using Eq. (34) and (35), respectively. It is noticeable that estimated values are very close to theoretical values in Table 1.

\[
\bar{\mu}_{H(S)} = \frac{1}{50,000} \sum_{i=1}^{50,000} H(S^{(i)}) / 50000 \tag{34}
\]

\[
\sigma_{H(S)}^2 = \left[ \frac{1}{50,000} \sum_{i=1}^{50,000} (H(S^{(i)}) - \bar{\mu}_{H(S)})^2 \right] / 49999 \tag{35}
\]

Table 6 tabulates a quantization of the errors between Table 1 and 5 using mean square error (MSE) as shown in Eq. (36). Symbol $\hat{\theta}$ is the estimated value of the true parameter $\theta$. In our case, $\hat{\theta}$ is $\bar{\mu}_{H(S)}$, or $\sigma_{H(S)}$ and $\hat{\theta}$ is the corresponding $\mu_{H(S)}$ or $\sigma_{H(S)}$ under the same image settings in Table 1. As seen in this table, the observed statistics from a random image source match very well with those we derived.

\[
\text{MSE}(\hat{\theta}) = E((\hat{\theta} - \theta)^2) \quad \tag{36}
\]

---

**Table 5:** Observed mean and standard deviation of Shannon entropy scores for random images

<table>
<thead>
<tr>
<th>$L = 2$</th>
<th>Binary Image</th>
<th>$L = 256$</th>
<th>Grayscale Image</th>
<th>$L = 256$</th>
<th>Color Image</th>
</tr>
</thead>
<tbody>
<tr>
<td>$T$</td>
<td>$\bar{\mu}_{\text{MSE}}$</td>
<td>$\sigma_{\text{MSE}}$</td>
<td>$\bar{\mu}_{\text{MSE}}$</td>
<td>$\sigma_{\text{MSE}}$</td>
<td>$\bar{\mu}_{\text{MSE}}$</td>
</tr>
<tr>
<td>$2 \times 2$</td>
<td>2.10109E+006</td>
<td>1.35959E+006</td>
<td>2.10109E+006</td>
<td>1.35959E+006</td>
<td>2.10109E+006</td>
</tr>
<tr>
<td>$4 \times 4$</td>
<td>7.53167E+008</td>
<td>3.95997E+007</td>
<td>7.53167E+008</td>
<td>3.95997E+007</td>
<td>7.53167E+008</td>
</tr>
</tbody>
</table>

---

**Table 6:** Mean square error between theoretical statistics in Table 1 and observed statistics in Table 5

5.2. **Observed Distribution of $z$ statistic in the $(k, T_B)$-Local Entropy Test**

We showed earlier that the test statistic $z = \frac{H_{k,T_B}(S) - \mu_{H_{k,T_B}(R)}}{\sigma_{H_{k,T_B}(R)}}$ follows the standard Normal distribution, i.e. $z \sim \mathcal{N}(0, 1)$, where $H_{k,T_B}(S)$ and $H_{k,T_B}(R)$ are $(k, T_B)$-local entropy scores for a test image $S$ and a random image $R$ (see Table 2 for details).

We construct an observed distribution about $\hat{z}$ which is the normalized histogram of $H_{k,T_B}(S^{(i)}) - \mu_{H_{k,T_B}(R)}$ using 256 bins, where $S^{(i)}$ denotes the $i$th observed images from the MATLAB RNG and $1 \leq i \leq 50,000$. Fig. 6 shows...
the estimated distribution \( \hat{z} \) and the theoretical distribution of \( z \) for the \((k, T_B)\)-local entropy test, where the first row shows the observed \( \hat{z} \) vs. the standard normal distribution, with respect to the optimized \( T_B = 2 \) for binary images and \( T_B = 1936 \) for grayscale or RGB images for a fixed number of samples \( k = 100 \); and the second row shows the sample percentage out of the \( \alpha \)-level confidence interval for \( k = 30, 40, \cdots, 150 \), with respect to \( \alpha = 0.05, 0.01, 0.001 \) (see Table 4). As seen in Fig. 6, the observed distribution \( \hat{z} \) is very close to the standard Normal distribution, which is a conclusion discussed earlier; and the actual distribution tails, i.e. \( \Pr(\|\hat{z}\| > \Phi^{-1}_{\alpha/2}) \) are close to their theoretical values. Additionally, as the number of image blocks \( k \) in the \((k, T_B)\)-local entropy test increases, \( \Pr(\|\hat{z}\| > \Phi^{-1}_{\alpha/2}) \) gets closer to zero.
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**Fig. 6:** Observed distribution of \((k, T_B)\)-local entropy test statistic v.s. theoretical distribution \( z \sim N(0, 1) \)

### 6. Applications to Image Encryption

In this section, we demonstrate two applications of the \((k, T_B)\)-local Shannon entropy measure, where the first one uses the local Shannon entropy measure to evaluate the image shuffling performance whereas the global entropy measure is ineffective, and the second one uses the derived \((k, T_B)\)-local Shannon entropy test to evaluate the performance of various image ciphers and compares computational costs of the global and local Shannon entropy measures.

#### 6.1. Evaluating Pixel Randomness for Image Shuffling

Generally speaking, a pixel(-wise) shuffling algorithm for image encryption can be defined as in Eq. (37), where \( I \) and \( O \) denote input and output images respectively; \( O(i, j) \) indicates the pixel located at intersection of the \( i \)th row and the \( j \)th column in the output image \( O \); \( U(\cdot) \) is a general image shuffling algorithm; \( e_{II}^o \) is a pixel permutation. Additionally, if Eq. (38) holds, that is if \( e_{II}^o \) is the combination of a row permutation \( e_{II}^r \) and a column permutation \( e_{II}^c \), then a pixel(-wise) shuffling is equivalent to a row-column(-wise) shuffling. As its definition implies, a shuffling algorithm does not change the intensity level for any pixel, but shuffles the positions of pixels.

\[
O(i, j) = U(I) = I(e_{II}^o(i, j))
\]  

\[
I(e_{II}^o(i, j)) = I(e_{II}^r(i), e_{II}^c(j))
\]

A shuffling algorithm can also be a block cipher, which shuffles an image block by block.
Shannon entropy scores give the same conclusions about the pixel randomness of shuffled images in Fig. 7 as the length 20,000, which is given as the first 20,000 pixels in a shuffled image. It is important to note that the local Shannon entropy scores give the same conclusions about the pixel randomness of shuffled images in Fig. 7 as the
conclusions derived earlier, from a human visual perspective. Although similar conclusions can be drawn using the ratios of 0-bit to 1-bit in the Monobit test of FIPS 140-2 test suite, it is an indirect approach, and not as salient as the results from the local Shannon entropy measurement. Fig. 8 compares the trends given by the Monobit test and the local Shannon entropy measure.

![Fig. 8: Randomness Test for Image Shuffling](image)

![Fig. 9: Selected images in USC-SIPI Miscellaneous dataset](image)

6.2. Evaluating Image Randomness for Image Encryption

In this section, the local Shannon entropy measure is applied to encrypted images from four image ciphers: commercial image ciphers I-Cipher\textsuperscript{2}, bmpPacker\textsuperscript{3}, and image encryption algorithms 3DCat [16] and Sudoku [60]. It is worthwhile to note that the reason why the local Shannon entropy test is able to differentiate an encrypted image generated by a secure cipher from those generated by an insecure cipher is that a secure image cipher attains the confusion and diffusion properties [48], which implies that it could be a pseudo RIG. Therefore, the proposed local Shannon
Global Shannon Entropy of Encrypted Images

<table>
<thead>
<tr>
<th>Image Information</th>
<th>Global Shannon Entropy of Encrypted Images</th>
</tr>
</thead>
<tbody>
<tr>
<td>Description</td>
<td>bmpPacker</td>
</tr>
<tr>
<td>Moon surface</td>
<td>7.8581</td>
</tr>
<tr>
<td>Aerial</td>
<td>7.8581</td>
</tr>
<tr>
<td>Airplane</td>
<td>7.8586</td>
</tr>
<tr>
<td>Clock</td>
<td>7.8574</td>
</tr>
<tr>
<td>Resolution chart</td>
<td>6.1780</td>
</tr>
<tr>
<td>Chemical plant</td>
<td>7.8562</td>
</tr>
<tr>
<td>Couple</td>
<td>7.9911</td>
</tr>
<tr>
<td>Aerial</td>
<td>7.9915</td>
</tr>
<tr>
<td>Stream and bridge</td>
<td>7.9912</td>
</tr>
<tr>
<td>Man</td>
<td>7.9993</td>
</tr>
<tr>
<td>Airport</td>
<td>7.9993</td>
</tr>
<tr>
<td>Truck</td>
<td>7.9916</td>
</tr>
<tr>
<td>Airplane</td>
<td>7.9915</td>
</tr>
<tr>
<td>Car and APCs</td>
<td>7.9917</td>
</tr>
<tr>
<td>Truck and APCs</td>
<td>7.9910</td>
</tr>
<tr>
<td>Tank</td>
<td>7.9914</td>
</tr>
<tr>
<td>APC</td>
<td>7.9915</td>
</tr>
<tr>
<td>Tank</td>
<td>7.9915</td>
</tr>
<tr>
<td>Car and APCs</td>
<td>7.9917</td>
</tr>
<tr>
<td>Airplane (U-2)</td>
<td>7.9993</td>
</tr>
<tr>
<td>Boat.S01</td>
<td>7.9914</td>
</tr>
<tr>
<td>Girl (Elaine)</td>
<td>7.9914</td>
</tr>
<tr>
<td>Numbers.S01</td>
<td>7.9916</td>
</tr>
<tr>
<td>Ruler.S01</td>
<td>5.2343</td>
</tr>
<tr>
<td>General test pattern</td>
<td>7.5425</td>
</tr>
</tbody>
</table>

Table 8: Global Shannon entropy for encrypted images

<table>
<thead>
<tr>
<th>Filename</th>
<th>Mean</th>
<th>Std</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>7.7726</td>
<td>0.0112</td>
</tr>
<tr>
<td></td>
<td>7.7956</td>
<td>0.1887</td>
</tr>
<tr>
<td></td>
<td>7.9624</td>
<td>0.0014</td>
</tr>
<tr>
<td></td>
<td>7.9986</td>
<td>0.0014</td>
</tr>
</tbody>
</table>

Table 9: Local Shannon entropy test for encrypted images (k = 30, Tp = 1936, e = 0.05)
entropy test for random images is applicable to encrypted images.

We first selected 28 original images from the USC-SIPI image database\(^4\) (see Fig. 9) and then encrypted these images using the four image ciphers/algorithms. Finally, we applied the global and (30, 1936)-local Shannon entropy measures to all encrypted images and obtained Tables 8 and 9.

Comparing Tables 8 and 9, it can be observed that although the performance of the four ciphers in the global and local Shannon entropy measurements gives the same ranking, I-Cipher > Sudoku > 3DCat > bmpPacker, the global Shannon entropy measure shows the performance of Sudoku to be much closer to that of I-Cipher than to that of 3DCat, while the local Shannon entropy test indicates that this conclusion may be wrong, in the sense that 3DCat has an even better acceptance rate than Sudoku. This shows the importance of the qualitative analysis provided by the local Shannon entropy test. Finally, we compare the number of required image pixels for the global and local Shannon entropy tests in Fig. 10, which clearly shows that the global Shannon entropy measure requires a different number of pixels for different images, but always much more than those required by the local Shannon entropy measurement.

![Fig. 10: Complexity comparisons between the local and the global Shannon entropy measure](image)

7. Conclusions

In this paper, we have introduced the concept of the \((k, T_B)\)-local Shannon entropy measure for image randomness, which includes the global Shannon entropy as a special case. The proposed \((k, T_B)\)-local Shannon entropy measure is defined on \(k\) local image blocks with \(T_B\) pixels and computes the sample mean of the Shannon entropy in each image block. Therefore, the proposed local Shannon entropy measure

1. is able to measure image randomness by quantizing the captured local randomness information;
2. requires a fewer number of image pixels to compute an entropy score and thus is faster than the global Shannon entropy measure;
3. allows fair randomness comparisons between images of different sizes.

Furthermore, we have derived the hypothesis tests of the \((k, T_B)\)-local Shannon entropy measure for random images, providing a qualitative measure to a test image. Consequently, the \((k, T_B)\)-local Shannon entropy measure can be directly used to test whether a test image is random-like by simply comparing an observed score to a theoretical one.

Our simulation results have demonstrated that the estimated statistics and observed distributions of the local Shannon entropy from 50,000 random image samples fit our proposed mathematical model very well. Finally, we showed

\(^2\)I-Cipher is a product of Ambitware Inc., available at http://www.ambitware.com/ under product page as the date of 07/19/2012.

\(^3\)bmpPacker is written by Jens Godeke, available at http://www.jens-godeke.eu/tools/bmppacker/ as the date of 07/19/2012.

\(^4\)A public image database distributed by the University of Southern California, available at http://sipi.usc.edu/database/ as the date of 07/19/2012.
possible applications of the local Shannon entropy measure in image shuffling and image encryption. Our tested results showed that the proposed local Shannon entropy is a better measure for image shuffling than those available in FIPS 140-2, and that the local Shannon entropy scores on various shuffled images also reflect human intuition. Moreover, the test results of local Shannon entropy scores imply that many image ciphers/algorithms are not as random-like as claimed by their authors. Three out of four tested image ciphers actually have much lower local Shannon entropy scores than expected for securely encrypted images.

One possible remedy to avoid producing these poorly encrypted images is to use the local Shannon entropy test as a quality control device in a feedback encryption system: if an encrypted image fails to pass the local Shannon entropy test, then it should be sent back to the cipher and be encrypted again. In this manner, the local Shannon entropy test would ensure that all encrypted images processed by an image cipher are random-like and indistinguishable from random images.
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