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Abstract – In the age of information technology intellectual property becomes especially valuable. This is one of the causes why the cases of the plagiarism appear more frequently in all vital sectors. Due to that, there is a growing need for different instruments for the protection and verification of copyright for finding plagiarism. Before checking the document for plagiarism, reviewing algorithms and approaches for searching plagiarism, you must know and understand what constitutes the plagiarism. Therefore, in this paper we discuss definitions of plagiarism itself and give a look into most important types of plagiarism. As also the paper describes the most common plagiarism detection systems, methods used in those systems, and provides a description of several programs designed to compare documents and detect plagiarism.
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I. INTRODUCTION

Today plagiarism is found in almost all fields of human activity: literature, science, music, design, etc. That is why nowadays a lot of attention is given to identification and detection of plagiarism. However depending on the scope of activities in which plagiarism occurs, definition of plagiarism, its boundary and detection methods change too. For this reason the first part of this paper is devoted to the general definition of plagiarism and the types of student plagiarism in particular.

The second part of this paper presents classification of methods of plagiarism detection as well as outlines the most popular systems for plagiarism detection.

The next part of the paper is devoted to plagiarism detection in the program code. This part describes the most popular and effective algorithms used by systems to detect plagiarism in the code of programs.

The last part provides examples of the programs accessible on the Internet; descriptions of both English and Russian programs are given.

II. PLAGIARISM

A. Definition

According to the Collins Dictionary of the English Language, plagiarism is ‘the act of plagiarising’, which means ‘to appropriate (ideas, passages, etc) from (another work or author)’[7].

Barnhart traces the etymology of the word plagiarism (‘literary theft’), from the earlier English word plagiary (‘one who wrongfully takes another’s words or ideas’), derived from the Latin plagarius (‘ kidnapper, seducer, plunderer, literary thief’), from plagium (kidnapping) from plaga (snare, net) [2].

The verb “plagiarise” is defined in the Shorter Oxford as follows: ‘Take and use as one’s own (the thoughts, writings, inventions, etc., of another person); copy (literary work, ideas, etc.) improperly or without acknowledgement; pass off the thoughts, work, etc. of (another person) as one’s own’ [3].

However the border-line between plagiarism and research is surprisingly murky. After all, advanced research is only possible by using the already existing information.

B. Student Plagiarism

The core business of the knowledge industry is handling information and ideas from different sources, so there is inevitably great scope for plagiarism within the academic world. Here plagiarism occurs in a variety of settings, including collaboration or cooperation between students working together, unattributed use of other people’s writings by undergraduates, copying of graduate students’ work by supervisors or other members of academic staff and taking credit in research grant applications for work done by someone else. Plagiarism is the old problem in the highest education that was aggravated with the advent of the Internet [11].

However, it should be noted that when the student enters the university, he might be not informed about plagiarism or how to overcome it. Therefore, plagiarists share on types that define seriousness of their actions. Three types of plagiarists [8] can be identified:

- Accidental: lack of understanding, the student was unaware that it was wrong thus demonstrates poor academic practice;
- Opportunistic: aware of this being ‘wrong’ but does so due to some source of pressure or in the belief that it will result in higher marks;
- Committed: intentional (pre-meditated) cheating via misrepresentation.

Researches show that the majority of plagiarism carried out by students who don't understand the academic requirements, therefore the majority of students are accidental plagiarists.

III. PLAGIARISM DETECTION METHODS

With the growing popularity of the Internet, many and various documents are available free. People can easily search for the required documents and make their copy instead of writing the documents themselves. These practices have an enormous impact on the education system. In addition, the
problem is also supported by many servers, which offer a wide range of various topics.

Document protection techniques, which disable copy-paste operations and printing, are insufficient. A large database of existing documents is a better solution. The main idea of this protection rests in psychology because every plagiarized document can be easily identified when compared to the database. Most of the plagiarists only copy a part of a document and do not try to hide this activity. This is an evident case of plagiarism that can be easily identified because a large continuous text is copied. The consistent plagiarists copy some parts of sentences and sometimes exchange several words to cause confusion. This type of plagiarism is difficult to determine[4].

A. Classification of Plagiarism Detection Methods

The most general classification of copy detection methods is to free text or source code. The classification in Table I is intended just for free text plagiarism detection methods [4].

<table>
<thead>
<tr>
<th>Type of classification</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Superficial</td>
<td>The metrics is computed without any knowledge of the linguistic rules or a document structure.</td>
</tr>
<tr>
<td>Structural</td>
<td>The metrics is computed with a partial understanding of documents, e.g. words are converted into their linguistic root, or replaced by a synonym.</td>
</tr>
<tr>
<td>Singular</td>
<td>A single document is processed to compute the metrics. Several Singular metrics can be employed to calculate how similar the documents are.</td>
</tr>
<tr>
<td>Paired</td>
<td>Two documents are processed together to compute the metrics.</td>
</tr>
<tr>
<td>Multidimensional</td>
<td>( N ) documents from a corpus are processed together to compute the metrics.</td>
</tr>
<tr>
<td>Corpal</td>
<td>All documents contained in a corpus are processed together to compute the metrics.</td>
</tr>
</tbody>
</table>

Almost all current free text or source code copy detection systems are Paired or Singular. This means that every document must be compared with any other possible documents to analyze the whole corpus. Therefore, Paired and Singular methods are suitable for seeking some possibly plagiarized documents, which are related to the concrete tested document. However, none of both methods is able to perform criss-cross comparison at a time.

The older systems, such as COPS or SCAM working on the term frequency, are purely Superficial. The current systems, which employ N-grams, are also rather Superficial than Structural. The reason is too time-consuming analysis of sentences whose grammar includes many linguistic rules. Fortunately, some modern approaches from the other fields of nature language processing give us new possibilities of modification and improving the current plagiarism detection methods [4].

B. Plagiarism Detection Systems

COPS (Copy Protection System) is a prototype of copy detection system developed at Stanford. The system sketches the common approach to plagiarism detection based on unit chunk hashing. A chunk is a sequence of consecutive units; a document may be divided into chunks in a number of ways, as chunks are allowed overlap or not cover the document entirely. A method of selecting chunks from a document is called a chunking strategy.

A system following the COPS methodology consists of two main functions. One which obtains chunks from a document via a selected chunking strategy and stores hashes of these chunks into a hash table. The second function is a function that realizes the violation test [14].

SCAM (Stanford Copy Analysis Mechanism) is a plagiarism detection system developed at Stanford. Unlike COPS, it operates by assuming a vector space model for the registered documents. The difference to other Information Retrieval (IR) systems is in using a new similarity measure. This measure was developed to more accurately characterize copy overlap, while traditional IR systems look for semantic similarity [14].

The SCAM system, as well as COPS, is classified as paired and superficial system. It is tuned to discover small overlaps, which results in many false positives when word distributions are similar but the texts are still different [4, 15].

MOSS (Measure of Software Similarity) was developed at UC Berkeley in 1994. It is a free available plagiarism detection system for academic usage only. MOSS supports a lot of different programming languages and two platforms, UNIX and Windows. As the name suggests, its primary purpose is to detect programming assignment plagiarism and is used mostly by programming lecturers from computer science and engineering departments, although it also supports other text input types apart from code. Its aim is to detect the standard attempt at cheating, which consists of changing variable names, I/O prompts, statement spacing and comments. However, even this ‘dumb’ attempt is enough to fool a simple file diff, rendering a careful manual comparison necessary. MOSS overcomes this problem by offering a script which, whenever run, emails a selected batch of programs to a Berkeley server for analysis. Response is usually obtained within the same day and consists of a set of HTML documents comprising a report. The report highlights pairs of programs that exhibit suspiciously high mutual similarity [5, 14].

YAP (Yet Another Plague) – token-based system that treats programs as a sequence of strings. The last version of
YAP (YAP3) introduces a totally novel algorithm to face the presence of block-moves in programs. Namely: the Running-Karp-Rabin Greedy-String-Tiling algorithm. Its aim is to find a maximal set of common contiguous substrings as long as possible, each of which does not cover a token already used in some other substrings [9, 14].

MDR (Match Detect Retrieval) is a prototype of a system capable of detecting overlapping documents. The approach used in MatchDetectReveal system avoids using a hash-function due to concern about hash collisions. The basic matching components uses string-matching algorithm based on suffix trees to identify the overlap. The algorithm used for building the suffix tree from the query document is a modification of Ukkonen’s algorithm. As such, this system is only capable of locating exact copies of document parts. Once the suffix tree is built, all registered documents are compared against it [14, 15].

SID (Software Integrity Diagnosis, or alternatively Share Information Distance) is a system developed at University of California, Santa Barbara. The authors noted that plagiarism detection systems like MOSS and the YAP proceed by tokenizing the input sequence and then comparing the token sequences. A basic problem underlying the second phase is how to measure similarity of a pair of token sequences. If the metric is inappropriate, plagiarism may go unnoticed. If it is well-defined and not universal, it can always be cheated. For example, the MOSS designers refuse to publish details of their algorithm openly on the website, fearing the cheaters would quickly learn to beat the system. Such an approach to security through withholding static information is not a good design choice.

Authors of SID therefore take a different approach, where they consider the sequence similarity from an information-theoretic perspective. The metric that measures the amount of information between two sequences (not necessarily program token sequences – many applications are imaginable, including DNA sequences or text documents) is based on Kolmogorov complexity and is universal. The universality guarantees that if there is similarity under any computable similarity metric, this metric will detect it [14].

CHECK is another plagiarism detection system that uses document structure to build a hierarchal representation of the document. Each document is viewed at multiple abstraction levels, which include the document itself, its section, subsection, subsubsections and finally paragraphs. For each level, the set of relevant keywords is extracted. Keyword extraction uses keywords frequency as well as italics and boldface formatting information to assign weights to keywords. At query time, the nodes of the query abstraction and that of the referential document are traversed, starting with the root node. Similarity is computed as cosine measure of the two node's keyword weight vectors. In this respect, CHECK follows the traditional IR approach. If the similarity exceeds a given threshold, the two node’s children are processed recursively. The purpose of this step is to obtain pairs of document segments (represented by the lowest level of abstraction, i.e. paragraphs) that are similar to each other.

The final step is to analyze these similar pairs of paragraphs sentence-by-sentence and report detected copies [14].

IV. PLAGIARISM DETECTION IN THE SOURCE CODE

A. Types of Code Interpretation

To use systems of plagiarism detection in the codes of programs, the source code sometimes is represented differently. For example, early systems of plagiarism detection represented the program as a point in n-dimensional space of the natural numbers, whose-th coordinate is the quantiative characteristic of any property (attribute) of all program. For example, it can be average length of code line, a number of variables used, a number of operators of branching etc. If points of two programs are located side by side, one of them might be copied from another [5, 10].

Other systems consider the source code of programs such that it was in the beginning. For example, so do systems which work with the code the same as with the normal text. But they are extremely ineffective, as renaming of functions and variables or insignificant changes in the code become a serious obstacle for their correct operation.

Sometimes the parameterized representation of the code is used. For example, names of functions and variables are replaced at the first meeting in the code to zero, and at subsequent to the distance to the previous position [1].

One more type of interpretation of the code is tokenization. This interpretation is based on saving the essential information about the program and ignoring the surface information. It should be noted that tokenization process depends on the programming language used in the source code [13].

B. Plagiarism Detection Algorithms

One of the plagiarism detection algorithms is the Heskel's algorithm which is based on the sharing string on k-grams that is k-length substrings, and search for matches, focusing already on them. Nevertheless, this algorithm has a principal lack. In the big programs is a very small number of unique k-grams. Therefore many coincidence that don’t contain such k-grams, will be ignored [5, 10].

Another algorithm uses the method of local alignment of strings which has been developed for determination the similarity of strings of DNA (deoxyribonucleic acid). To use this method, two programs should be represented as a string of characters. Alignment of strings is obtained by inserting spaces in the strings so that their length became equal. It should be noted that there are a large number of different alignments of two strings [21].

It is necessary to consider a heuristic algorithm of greedy string tiling. It receives the input two strings of characters, and the output set of their common non-overlapping substrings, which is close to optimal. Substring is appearing in this set, called tile. There are quite a large number of optimizations of this algorithm which considerably increases its high-speed performance. There is also a more radical improvement using the algorithm of Karp-Rabin of substrings search in the string. The main advantage of the algorithm can
assume that the rearrangement of the large part of the code does not affect efficiency of the algorithm [10, 13, 19].

One more interesting algorithm is based on Kolmogorov complexity. The basis of this algorithm is a function of distance which is based on Kolmogorov complexity. The more close function of distance of two programs to zero, the more shared information these programs contain. As Kolmogorov complexity is not computable, the heuristic approach based on the use of compression algorithm is employed [21].

In the fingerprinting method, tokenization programs are represented as sets of prints so that similar sets of similar programs overlap. This method allows user to implement an effective search for large databases [21].

There are few algorithms that use the interpretations as a tree or a graph. Only two of these algorithms can be performed at reasonable times. Therefore, they are rarely used in practice.

For plagiarism detection, a method of neural networks can also be used. Plagiarism detection can be compared to the classification task in which a set of programs can be divided into classes, in each of which there will be only copied programs. Neural networks can be represented as the black box whose input data is the known information, the output data - the information that you would like to know. For example, the input data can be the set of programs, and the output data - the inference about plagiarism presence. This method, for example, uses the detector Sherlock [22].

The summarized information is given in Table II where it can be seen what interpretation of the code and what algorithm for plagiarism detection are used by each of detectors.

### TABLE II
**SYSTEMS AND ALGORITHMS**

<table>
<thead>
<tr>
<th>Detector</th>
<th>Interpretation of the code</th>
<th>Algorithm</th>
</tr>
</thead>
<tbody>
<tr>
<td>Accuse</td>
<td>N-dimensional space</td>
<td>Method of specificities calculating</td>
</tr>
<tr>
<td>JPlag</td>
<td>Tokenization</td>
<td>Greedy String Tiling algorithm</td>
</tr>
<tr>
<td>SID</td>
<td>Tokenization</td>
<td>The metrics based on Kolmogorov complexity, ETOKENCOMPRESS</td>
</tr>
<tr>
<td>SIM</td>
<td>Tokenization</td>
<td>Alignment of strings</td>
</tr>
<tr>
<td>YAP</td>
<td>Tokenization</td>
<td>Symbol comparison, Heskel’s algorithm</td>
</tr>
<tr>
<td>YAP3</td>
<td>Tokenization</td>
<td>Greedy String Tiling methodoptimization with algorithm of Karp-Rabin</td>
</tr>
<tr>
<td>MOSS</td>
<td>Fingerprints</td>
<td>Fingerprinting method</td>
</tr>
<tr>
<td>Plan-X</td>
<td>XML format</td>
<td>Usage utility XML Store</td>
</tr>
<tr>
<td>Sherlock</td>
<td>Neural networks</td>
<td>Self-organized mapping of Kohonen</td>
</tr>
</tbody>
</table>

V. PLAGIARISM DETECTION PROGRAMS

**A. English-Language Plagiarism Detection Programs**

**Turnitin** [17] is the most popular service of plagiarism detection. It was developed by group iParadigms for teachers and educational institutions and was formerly known as Plagiarism.org. The service works on a commercial basis and requires pre-registration. Professors and teachers present student’s works on site and in a day or two receive the results. The system compares these materials to the indexed Web-content, large databases containing texts from so-called «collections of essays» (they are sold in Internet for usage as school or university term papers), as well as previously reported materials [5, 23].

Recently the validity of using this service has been questioned: Turnitin after check includes works in the database, getting the economic benefits without payment of compensating to the students. Despite this defect, the Joint Information Systems Committee (JISC), representing the interests of all the universities of Great Britain, recently has organized on the basis of Turnitinits own plagiarism detection service [18].

Independent application **WordCHECK** [12] exposes more students copying from each other, than borrowing of external materials. To use this application the teacher downloads all documents in the internal archive where they are compared for detection of copying within educational group. Comparing is based on the profiles of keywords (a sort of linguistic equivalent of the fingerprint) and comparison of phrases [5, 23].

Although the system, strictly speaking, isn't calculated for plagiarism detection, it will be able to do it if you include in the internal archive texts from «collections of essays» and other similar materials. Unfortunately, according to the results of the tests of this tool performed in 2001 by request of committee JISC, its functional capabilities were recognized as unsatisfactory.

**Program EVE2** [6] — commercial application that when installed on the PC finds out whether the student has not copied material from the Internet. For every work, application generates the report containing instructions of percentage of loans, list URL and the annotated copy of the work in which the copied fragments are selected by red colour. It is possible to use several file formats, including plain text and Microsoft Word documents, but the annotated copies are created only for plain text [5, 23].

In essence, this tool provides the interface to the search engine in the Internet, but such simplicity doesn't restrict its efficiency. The unique lack of EVE2, noted in report for the JISC in 2001, is that search is fulfilled only for Web-content in HTML format, but the most part of a material in the World Wide Web is stored in other formats.

**Program WCopyFind** [16] — the free tool for detection of the facts of writing off by the students, developed by Professor Lu Bloomfield at the University of Virginia. It exists at least in two versions, most convenient of which has a simple graphic interface, allowing user to download a set of documents in internal archive (like WordCHECK). The documents are compared with each other and, at will, it is possible to separate archive of files (which the professor, probably, collected several years) to compare sentences. WCopyFind presents results in HTML format and connects hyperlinks common phrases in documents to specify, who of the students copied it. Although it also can't carry out search
on the Internet, the tool is very convenient, operates quickly enough and produces quite clear results [23].

It would seem that such a variety of tools is quite enough, especially if to consider that the list far isn't full. However the use of each of them has certain restrictions, and sometimes — demands expenses.

Any tool that can’t perform search in PDF has restricted value, at least, in educational institutions. It is necessary to consider that the Internet is the unique tool for the majority of students at researches on their chosen topics.

In the light of the aforementioned tools, Turnitin and EVE2 can only appear useful, but each of them has the restrictions. Turnitin is the commercial service accessible only on a subscription which, most likely, is aimed at detection of texts from «collections of essays». Such texts are suitable at high schools or on low courses of colleges, but rarely approach for theses. EVE2 is less expensive means and it is not restricted to abstracts, but its possibilities envelop only a Web-content in HTML format [23].

**B. Russian-language plagiarism detection programs**

Program **AdvegoPlagiat**us [25] is simple in usage, but at the same time fast enough and exact on search results utility.

For determination of authenticity of text, AdvegoPlagiat uses two methods of the analysis of uniqueness – simple and deep. The default is simple and fast. For the second method, more time is necessary as the search is for similar phrases.

It is possible to lower check time by means of adjustments of a threshold of uniqueness of the text that is to set a value at which it is already possible to suggest the fact that article is copied.

For the analysis it is possible to enter the text into a program window as well as to use the link to the material. This program will scan the code of page and recognizes the text. After that it is necessary only to push the button «Check up uniqueness» and to wait for result, the utility will do all.

The result will be deduced on termination of the analysis. It is the detailed report on the quality of uniqueness, a coincidence level, and the sources where the text has been borrowed.

It is important that the program is completely free, requires no installation, is permanently updated and defines plagiarism in most cases.

**Double Content Finder** [20] – another tool for plagiarism detection. It is quite fast, works independently, without any settings on specification of query parameters, thereby doing operation very simple. Other advantages of this program are that it is free and capable to perceive the Russian language.

However availability and simplicity, in most cases, implies imperfection and Double Content Finder isn’t an exception. It is possible to consider as a program lack that it is directed only on search of identical texts, without accepting in attentions already the slightest changes.

Using the program is simple enough. It is possible to enter the checked text by any of three methods: to add the text from the clipboard, to load the text file or to specify the Internet address where the article is allocated. Search will occupy some time. In the end two types of answers are possible: the text is unique or the text isn’t unique. In the second case is produced the list of addresses where text copies are allocated. The amount of produced addresses is restricted 50th. That is enough to make sure that the text is not unique.

The free program **Praide Unique Content Analyser** [24] is the tool for determining the uniqueness of the text. This program is more advanced and customizable than described above Double Content Finder. Flexible configuration consists of three variants of data input available: work with the link to the web-page with the checked text, with the file in TXT or HTML format, and also with the text entered manually or pasted from the clipboard. At the choice of work with the link, the utility will check up the text and allow the user to correct the contents in case of need.

The disadvantage of the program is its slowness, which can only be explained by the large number of queries performed by the utility. But finally, the result of the program is pretty good.

Praide Unique Content Analyse in the verification process for the direct use of reliable search systems, such as: Yahoo, Yandex, Mail.Ru, Google, giving a choice with which searcher to work. Users can add their own search system.

Protection IP, background mode and connection through the proxy server are very useful possibilities. Especially the background mode as the search can take some time somewhere about an hour and the utility will not hinder in this mode to work with other applications.

**VI. CONCLUSION**

Nowadays the most effective methods for plagiarism detection are considered Kolmogorov complexity based approach and the fingerprinting method. The first - because theoretically it is most difficult to hide plagiarism from it, and the second - because it is the only one of the algorithms described in the article which can scan the big databases during a reasonable period of time. Thus, the most effective of the described systems are plagiarism detectors MOSS and SID.
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