A Systematic Review and Comparison of Security Ontologies

Carlos Blanco¹, Joaquín Lasheras², Rafael Valencia-García², Eduardo Fernández-Medina¹, Ambrosio Toval² and Mario Piattini¹

(1) Department of Information Technologies and Systems. University of Castilla-La Mancha
Paseo de la Universidad, 4. 13071. Ciudad Real (Spain)
{Carlos.Blanco, Eduardo.Fdzmedina, Mario.Piattini}@uclm.es
(2) Department of Informatics and Systems. University of Murcia
Campus Universitario de Espinardo. 30011. Murcia (Spain)
{jolave, valencia, atoval}@um.es

Abstract

The use of ontologies for representing knowledge provides us with organization, communication and reusability. Information security is a serious requirement which must be carefully considered. Concepts and relations managed by any scientific community need to be formally defined and ontological engineering supports their definition. In this paper, the method of systematic review is applied with the purpose of identifying, extracting and analyzing the main proposals for security ontologies. The main identified proposals are compared using a formal framework and we conclude by stating their early state of development and the need of additional research efforts.

1. Introduction

An ontology is a specification of a conceptualization [1]. It represents knowledge in a formal and structured form as well as provides a better communication, reusability and organization of knowledge and a better computational inference [2-4]. In this way, the main objective of ontologies is that of establishing ontological agreements not only to decrease language ambiguity but also to serve as a basis for communication between agents.

Information security is a serious requirement which must be carefully considered, not as an isolated aspect, but as an element presented in all stages of the development lifecycle, from requirement analysis to implementation and maintenance [5-7]. In this way, information assurance, security and privacy have moved from being considered by information systems designers as narrow topics of interest to become critical issues of fundamental importance in our society [8]. Some authors indicate that the survival of organizations depends on the correct management of information security and confidentiality [9].

It is very important to have the concepts and relations shared by the community formally defined. Therefore, several authors have indicated that the security community needs an ontology [10, 11] and they have considered this need as an important challenge and a research branch [7].

In this paper, we will carry out a systematic review of the existing literature on ontological engineering applied to security with the objective of knowing, analyzing and comparing the most relevant proposals. To perform this systematic review, we rely on the guideline proposed by Kitchenham [12] that is appropriate for software engineering researchers. In addition, we use a review protocol template developed by Biolchini [13] which facilitates systematic reviews planning and execution in software engineering.

The rest of the paper is organized as follows: in section 2, we will plan the review by defining the research question. Section 3 will execute the review and the first studies will be explained. Next, in section 4 we will define the data to be extracted and a data synthesis of the most relevant studies will be presented. In section 5, we will compare the ontologies and the results will be stated. Lastly, our conclusions will be set out in section 6.

2. Review Planning

In this phase, we must define the research objectives and the way in which the review will be executed...
which includes, both the formulations of research questions and the planning of how the sources and studies selection will be carried out.

2.1. Question Formularization

In this section, the research objectives must be clearly defined. The question focus is to identify the most relevant works centered in the development of ontologies that deal with security issues.

In section 1, we have presented not only security as a relevant aspect to be taken into account in the development process but also the ontologies being considered as a tool that provides us with advantages such as concepts unification of a community. In this way, our problem is the study of the existing proposals in ontological engineering applied to information security.

The research question which will be addressed by our research is the following one: What initiatives have been carried out to develop security ontologies in the field of ontological engineering? The keywords and related concepts that make up this question and that will be used during the review execution are:

- Ontology (Ontological Engineering), OWL, RDF, DAML.
- Security (Secure) and Privacy.

In the context of the planned systematic review, the security ontologies proposals will be observed, analyzed and compared. And therefore, the population group that will be observed is formed by publications in the selected data sources.

The expected result at the end of this systematic review is the identification of initiatives related to security ontologies. Additionally, the outcome measures are the number of identified initiatives grouped by area and the main comparison proposal. The main application area that will benefit from the systematic review results is the ontological engineering applied to the security, specifically academics, researchers or professionals interested in this field.

2.2. Sources Selection

The objective of this section is to select the sources where searches for primary studies will be executed.

The selection criteria to evaluate studies sources are based on the opinion of the authors of this work as experts in both ontological and security engineering. Besides, these sources must be web available and must possess search engines using keywords. The studies must be written in English. The following list of sources has been considered: ScienceDirect, ACM digital library, IEEE digital library, Scholar Google and DBLP. Later, the experts will refine the results and will include important works that had not been recovered in these sources.

2.3. Studies Selection

Once the sources are defined, it is necessary to describe the process and the criteria for studies selection and evaluation.

The procedure for studies selection consists of adapting our search chain to the syntax of each search engine and executing it. We then obtain a set of results to which the inclusion criteria is applied in order to obtain the relevant studies. Finally, the exclusion criteria is applied to the set of relevant studies in order to obtain our set of primary studies.

The studies inclusion and exclusion criteria are based on the research question, by finding proposals that make contributions to security ontological engineering. The inclusion criteria are focused on analyzing titles, keywords and abstracts of the studies, while the exclusion criteria mainly analyze abstracts, conclusions and other sections.

3. Review Execution

During this phase, the search in the defined sources must be executed and the obtained studies must be evaluated according to the established criteria. In next section, the information relevant to the research question must be extracted from the selected studies. The obtained studies which completely fit all previously defined inclusion and exclusion criteria are the following ones:

- Dobson et al. “Revisiting Ontology-Based Requirements Engineering in the age of the Semantic Web” [2].
- Fenz et al. “Ontology based IT-security planning” [16].
- Firesmith. “A Taxonomy of safety-related requirements” [17].
- Geneiatakis et al. “An ontology description for SIP security flaws” [18].
• Giorgini et al. “Modelling Security and Trust with Secure Tropos” [19].
• Kagal et al. “Modeling conversation policies using permissions and obligations” [20].
• Karyda et al. “An ontology for secure e-government applications” [21].
• Kim et al. “Security Ontology for Annotating Resources” [22].
• Kwon et al. “Visual modelling and formal specification of constraints of RBAC using semantic web technology” [23].
• Lee et al. “Building Problem Domain Ontology from Security Requirements in Regulatory Documents” [24].
• Maamar et al. “Towards an ontology-based approach for specifying and securing Web services” [25].
• McGibney et al. “A service-centric model for intrusion detection in next-generation networks” [26].
• Mouratidis et al. “Integrating Security and Software Engineering: An Introduction” [7].
• Raskin et al. “Ontology in information security: a useful theoretical foundation” [28].
• Tan et al. “Dynamic security reconfiguration for the semantic web” [29].
• Thuraisingham. “Security standards for the semantic web” [30].
• Vorobiev et al. “Security Attack Ontology for Web Services” [33].
• Yu et al. “A Social Ontology for Integrating Security and Software Engineering” [34].
• Zhou et al. “Ontology Based Software Reliability Modelling” [35].

4. Information Extraction

Once primary studies are selected, the extraction of relevant information begins. In this section, extraction criteria and results will be described.

To standardize the way that information will be represented we create forms to collect data from the selected studies. The information forms defined for this review are composed of three components: basic information (title, publication, authors and reference in EndNote format), general description (study area and summary) and our general impressions and comments. The selected areas to classify studies are as follows: security ontologies (general and applied to specific domain), theoretical works and semantic web oriented.

Next, we will present a brief outline of each of the selected studies in the previous section according to the extracted information obtained through the information forms. We will only focus on security ontologies proposals due to space constraints.


Authors develop several ontologies for security annotations of agents and web services, in a first work using DAML (DARPA Agent Markup Language) [15] and later using OWL (Web Ontology Language) [8]. These ontologies represent well-known security concepts and enable us to interconnect security standards. The defined ontology is formed by two sub-ontologies: “security mechanisms” that captures high-level security notations and “credential” that defines authentication methods.

Dobson et al. “Revisiting Ontology-Based Requirements Engineering in the age of the Semantic Web” [2].

Due to the emergence of the semantic web, the interest in ontologies is increasing. In this work, authors focus on the field of dependability requirements and revise ontologies for Requirements Engineering. They also define in OWL a dependability ontology compliant with the IFIP Working Group 10.4 taxonomy that includes security issues such as “dependability”, “reliability”, “availability”, “integrity”, “confidentiality” or “safety”.

Fenz et al. “Ontology based IT-security planning”[16].

In this proposal, authors study security in small and medium size enterprises (SMEs) and propose a holistic solution based on a security ontology that includes low-cost risk management and threat analysis. The security ontology consists of five sub-ontologies. “Threat” is the main sub-ontology and includes proper countermeasures, threatened infrastructures and proper evaluation methods. “Attribute” sub-ontology models the impact of threats, “Infrastructure” describes infrastructure elements, “Role” maps enterprise
hierarchies and “Person” represents natural persons who are relevant for security issues modelling.

Firesmith “A Taxonomy of safety-related requirements” [17].

Firesmith states that the main objective of a safety engineer is that of identifying the requirements to keep valuable assets (like staff, property or environment) off threats. Ontologies could be used due to the fact that safety-related requirements typically have reuse potentials. He presents the following taxonomy of safety-related requirements: “Safety requirements” are requirements obtained from threats analysis. “Safety-significant requirements” includes non-safety requirements that can cause hazards and safety incidents. “Safety constraints” are constraints that directly impact safety and are derived from laws, policies, standards and industrial practices. “Safety system requirements” specify aspects of the primary system.

Karyda et al. “An ontology for secure e-government applications” [21].

In this work, the authors use OWL to propose a security ontology with which to develop secure applications. It captures the security knowledge of experts to support the communication between security experts, users and developers and developers use it to include security requirements as well as to support design choices.

The proposed ontology is formed of "assets" (data asset, hardware data,...), "countermeasures" (identification and authentication, network management, auditing services, physical protection,...), "objectives", "persons" (insider stakeholder, attacker,...) and "threats" (errors, attacks, technical failures,...). They validate the defined ontology using nRQL queries and in order to demonstrate that their ontology can be used in various contexts they apply it to e-government scenarios: e-tax and e-voting.

Kim et al. “Security Ontology for Annotating Resources” [22].

Authors use OWL for developing the NRL security ontology focused on annotation of functional aspects of resources. This ontology is capable of representing security statements like mechanisms, protocols, algorithms and credentials and can be applied to any electronic resource.

NRL presents an architecture easy to use and easy to extend, and is composed of seven sub-ontologies. Three of them are based on existing ontologies in DAML: firstly, “Service security ontology” that describes security annotation of semantic web services, secondly, “Agent security ontology” that enables querying of security information and finally “Information object ontology” that describes security of input and output parameters of web services.

The four remaining ontologies are as follows: “Main security ontology” that describes security protocols, mechanisms and policies, “Credentials ontology” that specifies authentication credentials, “Security algorithms ontology” that describes various security algorithms and “Security assurance ontology” that specifies different assurance standards.

Lee et al. “Building Problem Domain Ontology from Security Requirements in Regulatory Documents” [24].

In this paper, authors identify security requirements for certification and accreditation activities which are expressed in regulatory documents. These requirements have a non-functional nature that imposes complex constraints on behaviour of software systems and makes them hard to understand, predict and control.

Authors present a framework that includes techniques extracted from software requirements engineering and knowledge engineering and they propose a common language for extracting concepts from regulatory documents. They apply this methodology to build problem domain ontology from regulatory documents enforced by the DITSCAP - Department of Defense Information Technology Security Certification and Accreditation Process.


The Tropos methodology considers two approaches in software development: a security-oriented process and a management of the dependability-oriented process.

This methodology is based on social hierarchies and adapts components of the i* framework [34]. Authors improve the social ontology created for i* framework with new security concepts: constraints, secure entities (goals, tasks and secure resources) and secure dependences between actors.


In this proposal, authors define security ontology in OWL and present a security framework of an arbitrary information system which provides security acquisition and knowledge management. They extend the DMTF Common Information Model (CIM) standard with
ontological semantics in order to use it as a container for IS security-related information.


Here, first of all, authors analyzed around 4000 vulnerabilities and their exploit strategies and after that they created an ontology, in DAML+OIL and DAMLJessKB, for specifying computer attacks. In this paper, authors also summarize the main languages for specifying computer attacks: P-Best, STATL, LogWeaver, CISL, BRO, Snort Rules and IDMEF and present several use case scenarios with common attacks: “Denial of Service – Syn Flood”, “The Classic Mitnick Type Attack” and “Buffer Overflow Attack”.


This work proposes a method for management and service quality assurance (QoS-aware) that consists of QoS-aware service management infrastructure, QoS ontology and QoS property ontology.

The QoS ontology provides us with a knowledge mapping with QoS concepts and relations that can be used for QoS-aware services communicating and exchanging. The QoS property ontology has two subontologies: “Technical QoS property”, that defines concepts and relations related to software development and “Managerial QoS property” focused on service providing.

Zhou et al. “Ontology Based Software Reliability Modelling” [35].

Authors propose an ontology-based method for software reliability modeling that includes a software reliability ontology developed in OWL together with an ontology-based software modeling system.

They describe reliability engineering as a series of interrelated processes by which reliability knowledge is reorganized with the support of methods, tools, models, organization, and the specifications of input and output.

In future works, they will focus on extending reliability ontology and applying the method to software architecture design.

5. Result Analysis

After the systematic review execution, the results must be summarized and analyzed using the methods defined during the planning phase. In this section, we classify the primary studies into the above defined areas and compare the main proposals to an ontological framework.

In Table 1, we present the primary studies classified by area and we observe that the greater part of the studies are security ontologies applied to specific domains.

Next, we compare the ontologies using a framework presented in [37], which is based on comparing basic elements (concepts, relations, attributes, etc) and measures made with OntoMetric framework [38]. It has not been possible to accomplish the comparison taking into consideration all the identified security ontologies because some of them are not web available and when we have tried to obtain them, authors have communicated us that their ontologies are still under construction.

In the following subsections, we present comparison results together with the conclusions that we have obtained after analyzing the available ontologies. These conclusions are shown by comparing similar ontologies: Denker versus Kim, which are general ontologies that describe secure mechanisms, and Dobson versus Undercoffer, which are focused on specific domains.

<table>
<thead>
<tr>
<th>Area Description</th>
<th>References</th>
<th>Nº of studies</th>
</tr>
</thead>
<tbody>
<tr>
<td>Security ontologies (general)</td>
<td>[8, 15, 21, 22, 24, 11, 36]</td>
<td>7</td>
</tr>
<tr>
<td>Security ontologies (applied to a specific domain)</td>
<td>[14, 2, 16-19, 27, 31, 34, 35]</td>
<td>10</td>
</tr>
<tr>
<td>Theoretical Works</td>
<td>[32, 10, 7, 28]</td>
<td>4</td>
</tr>
<tr>
<td>Semantic web-oriented</td>
<td>[8, 15, 20, 23, 25, 26, 29, 30, 33]</td>
<td>9</td>
</tr>
</tbody>
</table>

5.1. General Comparison

In Table 2, we present general measures of the available ontologies obtained using an OWL ontology editor, SWOOP.

<table>
<thead>
<tr>
<th>Area Description</th>
<th>Denker</th>
<th>Kim</th>
<th>Dobson</th>
<th>Undercoffer</th>
</tr>
</thead>
<tbody>
<tr>
<td>Number of concepts</td>
<td>87</td>
<td>82</td>
<td>92</td>
<td>106</td>
</tr>
<tr>
<td>Root concepts</td>
<td>45</td>
<td>20</td>
<td>32</td>
<td>41</td>
</tr>
<tr>
<td>Instances</td>
<td>136</td>
<td>81</td>
<td>61</td>
<td>22</td>
</tr>
<tr>
<td>Avg depth of inheritance</td>
<td>1.9</td>
<td>2.19</td>
<td>2.26</td>
<td>1.8</td>
</tr>
<tr>
<td>Avg of rel. concepts</td>
<td>0.57</td>
<td>0.37</td>
<td>0.62</td>
<td>0.55</td>
</tr>
<tr>
<td>Avg of attributes</td>
<td>0.11</td>
<td>0.42</td>
<td>1.18</td>
<td>0</td>
</tr>
<tr>
<td>Avg of subclasses</td>
<td>0.44</td>
<td>0.65</td>
<td>0.65</td>
<td>0.61</td>
</tr>
<tr>
<td>Number of taxonomic relations</td>
<td>42</td>
<td>62</td>
<td>60</td>
<td>65</td>
</tr>
<tr>
<td>Number of no taxonomic relations</td>
<td>24</td>
<td>25</td>
<td>25</td>
<td>75</td>
</tr>
</tbody>
</table>

We can observe that Denker’s ontology has a greater number of concepts and instances than Kim’s
proposal. This fact indicates that Kim’s ontology is more general and does not detail any concrete area.

Kim’s ontology is composed of seven sub-ontologies; one of them is focused on authentication methods and Denker defines it in greater depth. Denker performs a great conceptualization of the domain but he uses less attributes to define concepts and he should assign more properties as Kim does.

On the other hand, Dobson and Undercoffer proposals present a greater number of concepts because they try to model specific domains (dependability and computer attacks). Undercoffer neither identifies attributes nor use them for defining concepts.

The rest of our measures of this general comparison will be useful for the OntoMetric comparison accomplished in the following subsection.

5.1. OntoMetric

OntoMetric [38] is a method for comparing ontologies that is composed of factors grouped into five dimensions: represented contents, language, methodology, software environment and cost of using the ontology in new systems.

We focus on contents dimension that presents four factors: concepts, relations, concepts taxonomy and axioms. In relation to language dimension, all studied ontologies use OWL as representation language.

Every factor has measurable characteristics scored from 1 to 5 according to their low or high degree of accomplishment. The considered values for each characteristic will be shown in tables 3, 4, 5 and 6.

In table 3, we show the values for the concepts factor and we observe how Kim poorly describes concepts and does not formally specify them in natural language. On the contrary, Denker defines the concepts of the domain properly. Therefore, Kim’s ontology makes its reutilization difficult because he does not describe concepts in natural language. However, Denker should assign more properties to each concept to correctly define the attributes that the concepts instances have.

Undercoffer’s proposal is more difficult to understand because it poorly describes concepts, it does not make use of attributes to describe them and the used concepts identifiers are not representative. Nevertheless, Dobson widely describes concepts in natural language and includes attributes for defining them; therefore Dobson’s ontology is more reusable.

In Table 4, we specify the values for the relations factor. In general, although relationships have been properly defined in the domain, they are not properly specified in natural language and not all of the formal properties of the relations are identified, in fact some authors such as Denker and Kim do not take them into account. They should specify relations in a formal way to obtain reusability and detection of incongruences.

Table 3. OntoMetric comparison: concepts factor

<table>
<thead>
<tr>
<th>Concepts factor</th>
<th>Denker</th>
<th>Kim</th>
<th>Dobson</th>
<th>Undercoffer</th>
</tr>
</thead>
<tbody>
<tr>
<td>Essential concepts</td>
<td>4</td>
<td>4</td>
<td>4</td>
<td>4</td>
</tr>
<tr>
<td>Essential concepts in superior levels</td>
<td>5</td>
<td>5</td>
<td>5</td>
<td>5</td>
</tr>
<tr>
<td>Concepts properly described in NL</td>
<td>2</td>
<td>1</td>
<td>3</td>
<td>1</td>
</tr>
<tr>
<td>Formal specification coincides with NL</td>
<td>4</td>
<td>4</td>
<td>4</td>
<td>4</td>
</tr>
<tr>
<td>Attributes describe concepts</td>
<td>1</td>
<td>1</td>
<td>2</td>
<td>2</td>
</tr>
<tr>
<td>Number of concepts</td>
<td>4</td>
<td>4</td>
<td>4</td>
<td>4</td>
</tr>
</tbody>
</table>

Table 4. OntoMetric comparison: relations factor

<table>
<thead>
<tr>
<th>Relations factor</th>
<th>Denker</th>
<th>Kim</th>
<th>Dobson</th>
<th>Undercoffer</th>
</tr>
</thead>
<tbody>
<tr>
<td>Essential relations</td>
<td>4</td>
<td>4</td>
<td>4</td>
<td>4</td>
</tr>
<tr>
<td>Relations relate appropriate concepts</td>
<td>5</td>
<td>5</td>
<td>5</td>
<td>4</td>
</tr>
<tr>
<td>Formal specification of relations coincides with naming</td>
<td>2</td>
<td>1</td>
<td>3</td>
<td>1</td>
</tr>
<tr>
<td>Arity specified</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>3</td>
</tr>
<tr>
<td>Formal properties of relations</td>
<td>1</td>
<td>1</td>
<td>2</td>
<td>2</td>
</tr>
<tr>
<td>Number of relations</td>
<td>4</td>
<td>4</td>
<td>4</td>
<td>5</td>
</tr>
</tbody>
</table>

Table 5. OntoMetric comparison: taxonomy factor

<table>
<thead>
<tr>
<th>Taxonomy factor</th>
<th>Denker</th>
<th>Kim</th>
<th>Dobson</th>
<th>Undercoffer</th>
</tr>
</thead>
<tbody>
<tr>
<td>Several perspectives</td>
<td>2</td>
<td>2</td>
<td>4</td>
<td>2</td>
</tr>
<tr>
<td>Appropriate not subclass of</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>Appropriate exhaustive partitions</td>
<td>2</td>
<td>4</td>
<td>3</td>
<td>4</td>
</tr>
<tr>
<td>Appropriate disjoint partitions</td>
<td>2</td>
<td>4</td>
<td>4</td>
<td>1</td>
</tr>
<tr>
<td>Maximum depth</td>
<td>3</td>
<td>4</td>
<td>4</td>
<td>3</td>
</tr>
<tr>
<td>Average of subclasses</td>
<td>3</td>
<td>3</td>
<td>3</td>
<td>3</td>
</tr>
</tbody>
</table>

Table 6. OntoMetric comparison: axioms factor

<table>
<thead>
<tr>
<th>Axioms factor</th>
<th>Denker</th>
<th>Kim</th>
<th>Dobson</th>
<th>Undercoffer</th>
</tr>
</thead>
<tbody>
<tr>
<td>Solve queries</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>3</td>
</tr>
<tr>
<td>Infer knowledge</td>
<td>2</td>
<td>3</td>
<td>3</td>
<td>4</td>
</tr>
<tr>
<td>Verify consistency</td>
<td>3</td>
<td>3</td>
<td>3</td>
<td>3</td>
</tr>
<tr>
<td>Not linked to concepts</td>
<td>2</td>
<td>3</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>Nº of axioms</td>
<td>1</td>
<td>1</td>
<td>3</td>
<td>3</td>
</tr>
</tbody>
</table>

The values for the taxonomy factor are presented in table 5. Kim and Denker do not use either several perspectives to classify the concepts or do not use the relation “notsubclass_of” to break an inheritance relation between concepts. Moreover, they could improve the use of appropriate exhaustive partitions by revising all possible decomposition classes in the
complete security ontology is not an isolated task and formalize all existing concepts, so the definition of a knowledge. In the security field, it is impossible to support and sharing capabilities to the managed community; in this way, we give formal identified as a branch of research.

In table 6, we show the axiom factor and its characteristics. Kim and Denker define few axioms and they cannot infer knowledge, only some restrictions to the value of the attributes of the concepts, while Dobson and Undercoffer use more constraints and can infer knowledge and verify consistency, but these are related to the concept of the ontology (they are not independent). It is advisable that authors include formal properties in the relations (reflexion, transitivity, asymmetry, symmetry and inverse function) which verify consistency.

6. Conclusions

In this section, we put forward our conclusions after planning the revision, executing it, analyzing primary studies and comparing the available proposals. We have observed that the greatest part of the identified works is focused on specific domains or the semantic web; therefore, we can affirm that so far, the scientific community has not accomplished a general security ontology but the need of security ontology has been identified as a branch of research.

Defining ontology is considered a main task within any scientific community; in this way, we give formal support and sharing capabilities to the managed knowledge. In the security field, it is impossible to formalize all existing concepts, so the definition of a complete security ontology is not an isolated task and the community should add efforts for joining and improving the developed ontologies. This complete security ontology should be flexible and easy to update for including changes along with new concepts that appear in the community.

In addition, we have observed how the greatest part of the selected works is still at the early stages of development and the source files of the security ontologies are not available yet for their study.

We have compared the available proposals and we have found out that not only include few attributes for defining concepts but also the natural language expressions used for describing them are not appropriate. They are not exhaustive because the ontologies do not define all possibilities of the studied domain, so we have identified this lack as a future work. These ontologies use few axioms and formal properties for inferring knowledge like reflexivity, transitivity, symmetry, asymmetry and inverse function.

We can conclude that the existing ontologies are not prepared for being reused and extended and that the security community still needs a complete security ontology that solves these lacks and provides reusability, communication and knowledge sharing.

In this sense, we have tried to combine the ontologies identified in section 5 but we have had some problems such as common concepts have different terms applied to them: for example, Kim specifies the terms CryptographicKey and BiometricToken, while Denker uses Key and Biometric. Furthermore, we have identified deficiencies in the attributes associated to the ontology and in the use of some expressions in natural language for describing concepts so that to combine both ontologies has been impossible without being the creator of the ontologies and to know exactly what this term mean, although being a domain expert.
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